Session 7: New Product Entry (esp. re Privacy and Data)

We will start by looking at a press release on U.S. Federal Trade Commission’s July 2019 $5 billion fine against Facebook. We will then turn to Section 230 and short-term rentals and will read *Homeaway.com, Inc. v. City of Santa Monica*, 918 F.3d 676 (9th Cir. 2019). We will then switch to transportation and will look at a brief statement from the San Francisco City Attorney on recent litigation over the employment status of Uber and Lyft drivers and will look at the process for approval of scooters in San Francisco.
FTC Imposes $5 Billion Penalty and Sweeping New Privacy Restrictions on Facebook

FTC settlement imposes historic penalty, and significant requirements to boost accountability and transparency
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Facebook, Inc. will pay a record-breaking $5 billion penalty, and submit to new restrictions and a modified corporate structure that will hold the company accountable for the decisions it makes about its users' privacy, to settle Federal Trade Commission charges that the company violated a 2012 FTC order by deceiving users about their ability to control the privacy of their personal information.

The $5 billion penalty against Facebook is the largest ever imposed on any company for violating consumers' privacy and almost 20 times greater than the largest privacy or data security penalty ever imposed worldwide. It is one of the largest penalties ever assessed by the U.S. government for any violation.

The settlement order announced today also imposes unprecedented new restrictions on Facebook's business operations and creates multiple channels of compliance. The order requires Facebook to restructure its approach to privacy from the corporate board-level down, and establishes strong new mechanisms to ensure that Facebook executives are accountable for the decisions they make about privacy, and that those decisions are subject to meaningful oversight.

"Despite repeated promises to its billions of users worldwide that they could control how their personal information is shared, Facebook undermined consumers' choices," said FTC Chairman Joe Simons. "The magnitude of the $5 billion penalty and sweeping conduct relief are unprecedented in the history of the FTC. The relief is designed not only to punish future violations but, more importantly, to change Facebook's entire privacy culture to decrease the likelihood of continued violations. The Commission takes consumer privacy seriously, and will enforce FTC orders to the fullest extent of the law."

“The Department of Justice is committed to protecting consumer data privacy and ensuring that social media companies like Facebook do not mislead individuals about the use of their personal information,” said Assistant Attorney General Jody Hunt for the Department of Justice’s Civil Division. “This settlement’s historic penalty and compliance terms will benefit American consumers, and the Department expects Facebook to treat its privacy obligations with the utmost seriousness.”

More than 185 million people in the United States and Canada use Facebook on a daily basis. Facebook monetizes user information through targeted advertising, which generated most of the company’s $55.8 billion in revenues in 2018. To encourage users to share information on its platform, Facebook promises users they can control the privacy of their information through Facebook’s privacy settings.

Following a yearlong investigation by the FTC, the Department of Justice will file a complaint on behalf of the Commission alleging that Facebook repeatedly used deceptive disclosures and settings to undermine users’ privacy preferences in violation of its 2012 FTC order. These tactics allowed the company to share users’ personal information with third-party apps that were downloaded by the user’s Facebook “friends.” The FTC alleges that many users were unaware that Facebook was sharing such information, and therefore did not take the steps needed to opt-out of sharing.

In addition, the FTC alleges that Facebook took inadequate steps to deal with apps that it knew were violating its platform policies.

In a related, but separate development, the FTC also announced today separate law enforcement actions against data analytics company Cambridge Analytica, its former Chief Executive Officer Alexander Nix, and Aleksandr Kogan, an app developer who worked with the company, alleging they used false and deceptive tactics to harvest personal information from millions of Facebook users. Kogan and Nix have agreed to a settlement with the FTC that will restrict how they conduct any business in the future.

New Facebook Order Requirements

To prevent Facebook from deceiving its users about privacy in the future, the FTC’s new 20-year settlement order overhauls the way the company makes privacy decisions by boosting the transparency of decision making and holding Facebook accountable via overlapping channels of compliance.

The order creates greater accountability at the board of directors level. It establishes an independent privacy committee of Facebook’s board of directors, removing unfettered control by Facebook’s CEO Mark Zuckerberg over decisions affecting user privacy. Members of the privacy committee must be independent and will be appointed by an independent nominating committee. Members can only be fired by a supermajority of the Facebook board of directors.

The order also improves accountability at the individual level. Facebook will be required to designate compliance officers who will be responsible for Facebook’s privacy program. These compliance officers will be subject to the approval of the new board privacy committee and can be removed only by that committee—not by Facebook’s CEO or Facebook employees. Facebook CEO Mark Zuckerberg and designated compliance officers must independently submit to the FTC quarterly certifications that the company is in compliance with the privacy program mandated by the order, as well as an annual certification that the company is in overall compliance with the order. Any false certification will subject them to...
individual civil and criminal penalties.

The order also strengthens external oversight of Facebook. The order enhances the independent third-party assessor’s ability to evaluate the effectiveness of Facebook’s privacy program and identify any gaps. The assessor’s biennial assessments of Facebook’s privacy program must be based on the assessor’s independent fact-gathering, sampling, and testing, and must not rely primarily on assertions or attestations by Facebook management. The order prohibits the company from making any misrepresentations to the assessor, who can be approved or removed by the FTC. Importantly, the independent assessor will be required to report directly to the new privacy board committee on a quarterly basis. The order also authorizes the FTC to use the discovery tools provided by the Federal Rules of Civil Procedure to monitor Facebook’s compliance with the order.

As part of Facebook’s order-mandated privacy program, which covers WhatsApp and Instagram, Facebook must conduct a privacy review of every new or modified product, service, or practice before it is implemented, and document its decisions about user privacy. The designated compliance officers must generate a quarterly privacy review report, which they must share with the CEO and the independent assessor, as well as with the FTC upon request by the agency. The order also requires Facebook to document incidents when data of 500 or more users has been compromised and its efforts to address such an incident, and deliver this documentation to the Commission and the assessor within 30 days of the company’s discovery of the incident.

Additionally, the order imposes significant new privacy requirements, including the following:

- Facebook must exercise greater oversight over third-party apps, including by terminating app developers that fail to certify that they are in compliance with Facebook’s platform policies or fail to justify their need for specific user data;
- Facebook is prohibited from using telephone numbers obtained to enable a security feature (e.g., two-factor authentication) for advertising;
- Facebook must provide clear and conspicuous notice of its use of facial recognition technology, and obtain affirmative express user consent prior to any use that materially exceeds its prior disclosures to users;
- Facebook must establish, implement, and maintain a comprehensive data security program;
- Facebook must encrypt user passwords and regularly scan to detect whether any passwords are stored in plaintext; and
- Facebook is prohibited from asking for email passwords to other services when consumers sign up for its services.
Alleged Violations of 2012 Order

The settlement stems from alleged violations of the FTC’s 2012 settlement order with Facebook. Among other things, the 2012 order prohibited Facebook from making misrepresentations about the privacy or security of consumers’ personal information, and the extent to which it shares personal information, such as names and dates of birth, with third parties. It also required Facebook to maintain a reasonable privacy program that safeguards the privacy and confidentiality of user information.

The FTC alleges that Facebook violated the 2012 order by deceiving its users when the company shared the data of users’ Facebook friends with third-party app developers, even when those friends had set more restrictive privacy settings.

In May 2012, Facebook added a disclosure to its central “Privacy Settings” page that information shared with a user’s Facebook friends could also be shared with the apps used by those friends. The FTC alleges that four months after the 2012 order was finalized in August 2012, Facebook removed this disclosure from the central “Privacy Settings” page, even though it was still sharing data from an app user’s Facebook friends with third-party developers.

Additionally, Facebook launched various services such as “Privacy Shortcuts” in late 2012 and “Privacy Checkup” in 2014 that claimed to help users better manage their privacy settings. These services, however, allegedly failed to disclose that even when users chose the most restrictive sharing settings, Facebook could still share user information with the apps of the user’s Facebook friends—unless they also went to the “Apps Settings Page” and opted out of such sharing. The FTC alleges the company did not disclose anywhere on the Privacy Settings page or the “About” section of the profile page that Facebook could still share information with third-party developers on the Facebook platform about an app users Facebook friends.

Facebook announced in April 2014 that it would stop allowing third-party developers to collect data about the friends of app users (“affected friend data”). Despite this promise, the company separately told developers that they could collect this data until April 2015 if they already had an existing app on the platform. The FTC alleges that Facebook waited until at least June 2018 to stop sharing user information with third-party apps used by their Facebook friends.

In addition, the complaint alleges that Facebook improperly policed app developers on its platform. The FTC alleges that, as a general practice, Facebook did not screen the developers or their apps before granting them access to vast amounts of user data. Instead, Facebook allegedly only required developers to agree to Facebook’s policies and terms when they registered their app with the Facebook Platform. The company claimed to rely on administering consequences for policy violations that subsequently came to its attention after developers had already received data about Facebook users. The complaint alleges, however, that Facebook did not enforce such policies consistently and often based enforcement of its policies on whether Facebook benefited financially from its arrangements with the developer, and that this practice violated the 2012 order’s requirement to maintain a reasonable privacy program.

The FTC also alleges that Facebook misrepresented users’ ability to control the use of facial recognition technology with their accounts. According to the complaint, Facebook’s data policy, updated in April 2018, was deceptive to tens of
millions of users who have Facebook's facial recognition setting called “Tag Suggestions” because that setting was turned on by default, and the updated data policy suggested that users would need to opt-in to having facial recognition enabled for their accounts.

In addition to these violations of its 2012 order, the FTC alleges that Facebook violated the FTC Act's prohibition against deceptive practices when it told users it would collect their phone numbers to enable a security feature, but did not disclose that it also used those numbers for advertising purposes.

The Commission vote to refer the complaint and stipulated final order to the Department of Justice for filing was 3-2. The Department will file the complaint and stipulated final order in the U.S. District Court for the District of Columbia. Chairman Simons along with Commissioners Noah Joshua Phillips and Christine S. Wilson issued a statement on this matter. Commissioners Rohit Chopra and Rebecca Kelly Slaughter issued separate statements on this matter.

NOTE: The Commission files a complaint when it has “reason to believe” that the named defendants are violating or are about to violate the law and it appears to the Commission that a proceeding is in the public interest. Stipulated final orders have the force of law when approved and signed by the district court judge.

The Federal Trade Commission works to promote competition, and protect and educate consumers. You can learn more about consumer topics and file a consumer complaint online or by calling 1-877-FTC-HELP (382-4357). Like the FTC on Facebook, follow us on Twitter, read our blogs, and subscribe to press releases for the latest FTC news and resources.
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Homeaway.com v. City of Santa Monica

NGUYEN, Circuit Judge: Located on the coast of Southern California, the city of Santa Monica consists of only about eight square miles but serves 90,000 residents and as many as 500,000 visitors on weekends and holidays. Similar to other popular tourist destinations, Santa Monica is struggling to manage the disruptions brought about by the rise of short-term rentals facilitated by innovative startups such as Appellants HomeAway.com, Inc. and Airbnb Inc. (the “Platforms”). Websites like those operated by the Platforms are essentially online marketplaces that allow “guests” seeking accommodations and “hosts” offering accommodations to connect and enter into rental agreements with one another. As of February 2018, Airbnb had approximately 1,400 listings in Santa Monica, of which about 30 percent are in the “coastal zone” covered by the California Coastal Act, while HomeAway.com had approximately 300 live listings in Santa Monica, of which approximately 40 percent are in the coastal zone.

Santa Monica’s council reported that the proliferation of short-term rentals had negatively impacted the quality and character of its neighborhoods by “bringing commercial activity and removing residential housing stock from the market” at a time when California is already suffering from severe housing shortages. In response, the city passed an ordinance regulating the short-term vacation rental market by authorizing licensed “home-sharing” (rentals where residents remain on-site with guests) but prohibiting all other short-term home rentals of 30 consecutive days or less.

The Platforms filed suit, alleging that the city ordinance is preempted by the Communications Decency Act and impermissibly infringes upon their First Amendment rights. The district court denied preliminary injunctive relief, and dismissed the Platforms’ complaints for failure to state a claim under the Communications Decency Act and the First Amendment. We affirm.

BACKGROUND

In May 2015, Santa Monica passed its initial ordinance regulating the short-term vacation rental market by authorizing licensed “home-sharing” (rentals where residents remain on-site with guests) but prohibiting all other forms of short-term rentals for 30 consecutive days or less. Santa Monica Ordinance 2484 (May 12, 2015), codified as amended, Santa Monica Mun. Code §§ 6.20.010-6.20.100. The ordinance reflected the city’s housing goals of “preserving its housing stock and preserving the quality and character of its existing single and multi-family residential neighborhoods.” Id. As originally enacted, the ordinance prohibited hosting platforms from acting to “undertake, maintain, authorize, aid, facilitate or advertise any Home-Sharing activity” that was not authorized by the city. Hosting platforms also were required to collect and remit taxes, and to regularly disclose listings and booking information to the city.

The Platforms each filed a complaint in the Central District of California challenging the initial ordinance, and the district court consolidated the cases for discovery and pretrial matters. On September 21, 2016, the parties stipulated to stay the case while the city considered amendments

---

1 The Platforms do not own, lease, or manage any of the properties listed on their websites, nor are they parties to the rental agreements. Instead, the content provided alongside the listings—such as description, price, and availability—are provided by the hosts. For their services, the Platforms collect a fee from each successful booking.
to the local ordinance. During the stay period, the district court for the Northern District of California denied a preliminary injunction requested by the plaintiffs in a separate case challenging a similar ordinance in San Francisco. See Airbnb Inc. v. City & County of San Francisco, 217 F. Supp. 3d 1066 (N.D. Cal. 2016). That case ended in a settlement in which the Platforms agreed to comply with an amended version of San Francisco’s ordinance that prohibited booking unlawful transactions but provided a safe harbor wherein any platform that complies with the responsibilities set out in the Ordinance will be presumed to be in compliance with the law.

In January 2017, Santa Monica likewise amended its own ordinance. The version challenged here, Ordinance 2535 (the “Ordinance”), retains its prohibitions on most types of short-term rentals, with the exception of licensed home-shares. In addition, the Ordinance imposes four obligations on hosting platforms directly: (1) collecting and remitting “Transient Occupancy Taxes,” (2) disclosing certain listing and booking information regularly, (3) refraining from completing any booking transaction for properties not licensed and listed on the City’s registry, and (4) refraining from collecting or receiving a fee for “facilitating or providing services ancillary to a vacation rental or unregistered home-share.” If a housing platform operates in compliance with these obligations, the Ordinance provides a safe harbor by presuming the platform to be in compliance with the law. Otherwise, violations are punishable by a fine of up to $500 and/or imprisonment for up to six months.

After the district court lifted the stay, the Platforms amended their complaint to challenge the revised ordinance and moved for a preliminary injunction. Santa Monica moved to dismiss the amended complaint. The court denied the Platforms’ motion for preliminary injunctive relief and subsequently granted Santa Monica’s motion to dismiss on the ground that the Platforms failed to state a claim under federal law, including the Communications Decency Act of 1996 and the First Amendment. The district court also declined to exercise supplemental jurisdiction over their remaining state-law claims. The Platforms timely appealed these decisions, and we consolidated the appeals. ***

DISCUSSION

I. Communications Decency Act

The Communications Decency Act of 1996 (“CDA” or the “Act”), 47 U.S.C. § 230, provides internet companies with immunity from certain claims in furtherance of its stated policy “to promote the continued development of the Internet and other interactive computer services.” Id. § 230(b)(1). Construing this immunity broadly, the Platforms argue that the Ordinance requires them to monitor and remove third-party content, and therefore violates the CDA by interfering with federal policy protecting internet companies from liability for posting third-party content. Santa Monica, on the other hand, argues that the Ordinance does not implicate the CDA because it imposes no obligation on the Platforms to monitor or edit any listings provided by hosts. Santa Monica contends that the Ordinance is simply an exercise of its right to enact regulations to preserve housing by curtailing “incentives for landlords to evade rent control laws, evict tenants, and convert residential units into de facto hotels.”

We begin our analysis with the text of the CDA. Section 230(c)(1) states that “[n]o provider or user of an interactive computer service shall be treated as the publisher or speaker of any information provided by another information content provider.” Id. § 230(c)(1). The CDA explicitly preempts inconsistent state laws: “Nothing in this section shall be construed to prevent any State from enforcing any State law that is consistent with this section. No cause of action may be
brought and no liability may be imposed under any State or local law that is inconsistent with this section.” *Id.* § 230(c)(3).

We have construed these provisions to extend immunity to “(1) a provider or user of an interactive computer service (2) whom a plaintiff seeks to treat, under a state law cause of action, as a publisher or speaker (3) of information provided by another information content provider.” *Barnes v. Yahoo!, Inc.*, 570 F.3d 1096, 1100-01 (9th Cir. 2009). Only the second element is at issue here: whether the Ordinance treats the Platforms as a “publisher or speaker” in a manner that is barred by the CDA. Although the CDA does not define “publisher,” we have defined “publication” in this context to “involve[] reviewing, editing, and deciding whether to publish or to withdraw from publication third-party content.” *Id.* at 1102 (citing *Fair Hous. Council v. Roommates.com, LLC*, 521 F.3d 1157, 1170-71 (9th Cir. 2008) (en banc)).

The Platforms offer two different theories as to how the Ordinance in fact reaches “publication” activities. First, the Platforms claim that the Ordinance is expressly preempted by the CDA because, as they argue, it implicitly requires them “to monitor the content of a third-party listing and compare it against the City’s short-term rental registry before allowing any booking to proceed.” Relying on *Doe v. Internet Brands*, 824 F.3d 846, 851 (9th Cir. 2016), the Platforms take the view that CDA immunity follows whenever a legal duty “affects” how an internet company “monitors” a website.

However, the Platforms read *Internet Brands* too broadly. In that case, two individuals used the defendant’s website to message and lure the plaintiff to sham auditions where she was drugged and raped. *Id.* at 848. We held that, where the website provider was alleged to have known independently of the ongoing scheme beforehand, the CDA did not bar an action under state law for failure to warn. *Id.* at 854. We observed that a duty to warn would not “otherwise affect how [the defendant] publishes or monitors” user content. *Id.* at 851. Though the defendant did, in its business, act as a publisher of third-party content, the underlying legal duty at issue did not seek to hold the defendant liable as a “publisher or speaker” of third-party content. *Id.* at 853; see 47 U.S.C. § 230(c)(1). We therefore declined to extend CDA immunity to the defendant for the plaintiff’s failure-to-warn claim. *Internet Brands*, 824 F.3d at 854.

We do not read *Internet Brands* to suggest that CDA immunity attaches any time a legal duty might lead a company to respond with monitoring or other publication activities. It is not enough that third-party content is involved; *Internet Brands* rejected use of a “but-for” test that would provide immunity under the CDA solely because a cause of action would not otherwise have accrued but for the third-party content. *Id.* at 853. We look instead to what the duty at issue actually requires: specifically, whether the duty would necessarily require an internet company to monitor third-party content. *See id.* at 851, 853.

Here, the Ordinance does not require the Platforms to monitor third-party content and thus falls outside of the CDA’s immunity. The Ordinance prohibits processing transactions for unregistered properties. It does not require the Platforms to review the content provided by the hosts of listings on their websites. Rather, the only monitoring that appears necessary in order to comply with the Ordinance relates to incoming requests to complete a booking transaction—content that, while resulting from the third-party listings, is distinct, internal, and nonpublic. As in *Internet Brands*, it is not enough that the third-party listings are a “but-for” cause of such internal monitoring. *See Barnes*, 824 F.3d at 853. The text of the CDA is “clear that neither this subsection nor any other declares a general immunity from liability deriving from third-party content.” 570 F.3d at 1100. To provide broad immunity “every time a website uses data initially obtained from third parties would eviscerate [the CDA].” *Barnes*, 570 F.3d at 1100 (quoting *Roommates.com*, 521 F.3d at 1171 (9th Cir. 2008) (en banc)). That is not the result that Congress intended.
Nor could a duty to cross-reference bookings against Santa Monica’s property registry give rise to CDA immunity. While keeping track of the city’s registry is “monitoring” third-party content in the most basic sense, such conduct cannot be fairly classified as “publication” of third-party content. The Platforms have no editorial control over the registry whatsoever. As with tax regulations or criminal statutes, the Ordinance can fairly charge parties with keeping abreast of the law without running afoul of the CDA.

Second, the Platforms argue that the Ordinance “in operation and effect . . . forces [them] to remove third-party content.” Although it is clear that the Ordinance does not expressly mandate that they do so, the Platforms claim that “common sense explains” that they cannot “leave in place a website chock-full of un-bookable listings.” For purposes of our review, we accept at face value the Platforms’ assertion that they will choose to remove noncompliant third-party listings on their website as a consequence of the Ordinance. Nonetheless, their choice to remove listings is insufficient to implicate the CDA.

On its face, the Ordinance does not proscribe, mandate, or even discuss the content of the listings that the Platforms display on their websites. See Santa Monica Mun. Code §§ 6.20.010-6.20.100. It requires only that transactions involve licensed properties. We acknowledge that, as the Platforms explain in Airbnb’s complaint and in the briefing on appeal, removal of these listings would be the best option “from a business standpoint.” But, as in Internet Brands, the underlying duty “could have been satisfied without changes to content posted by the website’s users.” See 824 F.3d at 851. Even assuming that removing certain listings may be the Platforms’ most practical compliance option, allowing internet companies to claim CDA immunity under these circumstances would risk exempting them from most local regulations and would, as this court feared in Roommates.com, 521 F.3d at 1164, “create a lawless noman’s-land on the Internet.” We hold that the Ordinance is not “inconsistent” with the CDA, and is therefore not expressly preempted by its terms. See 47 U.S.C. § 230(e)(3).

Finally, the Platforms argue that, even if the Ordinance is not expressly preempted by the CDA, the Ordinance imposes “an obstacle to the accomplishment and execution of the full purposes and objectives of Congress.” See Crosby v. Nat’l Foreign Trade Council, 530 U.S. 363, 372-73 (2000). Reading the CDA expansively, they argue that the Ordinance conflicts with the CDA’s goal “to preserve the vibrant and competitive free market that presently exists for the Internet . . . unfettered by Federal or State regulation.” See § 230(b)(2). We have consistently eschewed an expansive reading of the statute that would render unlawful conduct “magically . . . lawful when [conducted] online,” and therefore “giv[ing] online businesses an unfair advantage over their real-world counterparts.” See Roommates.com, 521 F.3d at 1164, 1164-65 n.15. For the same reasons, while we acknowledge the Platforms’ concerns about the difficulties of complying with numerous state and local regulations, the CDA does not provide internet companies with a one-size-fits-all body of law. Like their brick-and-mortar counterparts, internet companies must also comply with any number of local regulations concerning, for example, employment, tax, or zoning. Because the Ordinance would not pose an obstacle to Congress’s aim to

---

3 The Platforms argued below that the district court must accept as true their allegation that they would “have to” monitor and screen listings. As a matter of law, the Ordinance does not require them to do so. Courts are “not bound to accept as true a legal conclusion couched as a factual allegation.” Bell Atlantic Corp. v. Twombly, 550 U.S. 544, 555 (2007) (quoting Papasan v. Allain, 478 U.S. 265, 286 (1986)).
encourage self-monitoring of third-party content, we hold that obstacle preemption does not preclude Santa Monica from enforcing the Ordinance.

Fundamentally, the parties dispute how broadly to construe the CDA so as to continue serving the purposes Congress envisioned while allowing state and local governments breathing room to address the pressing issues faced by their communities. We have previously acknowledged that the CDA’s immunity reaches beyond the initial state court decision that sparked its enactment. See Fair Housing Council v. Roommates.com, LLC, 521 F.3d 1157, 1163 (9th Cir. 2008) (en banc) (discussing Stratton Oakmont, Inc. v. Prodigy Servs. Co., which held an internet company liable for defamation when it removed some, but not all, harmful content from its public message boards, 1995 WL 323710 (N.Y. Sup. Ct. May 24, 1995) (unpublished)). As the Platforms correctly note, the Act’s policy statements broadly promote “the vibrant and competitive free market that presently exists for the Internet . . . unfettered by Federal or State regulation.” See 47 U.S.C. § 230(b)(2). “[A] law’s scope often differs from its genesis,” and we have repeatedly held the scope of immunity to reach beyond defamation cases. Barnes, 570 F.3d at 1101 (quoting Chicago Lawyers’ Comm. for Civil Rights Under Law, Inc. v. Craiglist, Inc., 519 F.3d 666, 671 (7th Cir. 2008), as amended (May 2, 2008)) (citing cases applying immunity for causes of action including discrimination, fraud, and negligence).

At the same time, our cases have hewn closely to the statutory language of the CDA and have limited the expansion of its immunity beyond the protection Congress envisioned. As we have observed, “the [relevant] section is titled ‘Protection for “good Samaritan” blocking and screening of offensive material.’” Roommates.com, 521 F.3d at 1163-64 (quoting 47 U.S.C. § 230(c)); see also Internet Brands, 824 F.3d at 852. Congress intended to “spare interactive computer services [the] grim choice” between voluntarily filtering content and being subject to liability on the one hand, and “ignoring all problematic posts altogether [to] escape liability.” Roommates.com, 521 F.3d at 1163-64. In contrast, the Platforms face no liability for the content of the bookings; rather, any liability arises only from unlicensed bookings. We do not discount the Platforms’ concerns about the administrative burdens of state and local regulations, but we nonetheless disagree that § 230(c)(1) of the CDA may be read as broadly as they advocate, or that we may ourselves expand its provisions beyond what Congress initially intended.

In sum, neither express preemption nor obstacle preemption apply to the Ordinance. We therefore affirm the district court’s dismissal for failure to state a claim under the CDA.

II. First Amendment
The Platforms also contend that the district court erred in dismissing their First Amendment claims. They argue that, even if the plain language of the Ordinance only reaches “conduct,” i.e., booking unlicensed properties, the law effectively imposes a “content-based financial burden” on commercial speech and is thus subject to First Amendment scrutiny. The district court concluded that the Ordinance “regulates conduct, not speech, and that the conduct banned . . . does not have such a ‘significant expressive element’ as to draw First Amendment protection.” We agree.

That the Ordinance regulates “conduct” is not alone dispositive. The Supreme Court has previously applied First Amendment scrutiny when “‘speech’ and ‘nonspeech’ elements are combined in the same course of conduct.” See United States v. O’Brien, 391 U.S.
367, 376 (1968). But “restrictions on protected expression are distinct from restrictions on economic activity or, more generally, on nonexpressive conduct.” *Sorrell v. IMS Health Inc.*, 564 U.S. 552, 567 (2011). While the former is entitled to protection, “the First Amendment does not prevent restrictions directed at commerce or conduct from imposing incidental burdens on speech.” *Id.*

To determine whether the First Amendment applies, we must first ask the “threshold question [of] whether conduct with a ‘significant expressive element’ drew the legal remedy or the ordinance has the inevitable effect of ‘singling out those engaged in expressive activity.’” *Int’l Franchise Ass’n v. City of Seattle,* 803 F.3d 389, 408 (9th Cir. 2015) (quoting *Arcara v. Cloud Books, Inc.*, 478 U.S. 697, 706-07 (1986)). A court may consider the “inevitable effect of a statute on its face,” as well as a statute’s “stated purpose.” *Sorrell,* 564 U.S. at 565. However, absent narrow circumstances, a court may not conduct an inquiry into legislative purpose or motive beyond what is stated within the statute itself. *See O’Brien,* 391 U.S. at 383 n.30. Because the conduct at issue—completing booking transactions for unlawful rentals—consists only of nonspeech, nonexpressive conduct, we hold that the Ordinance does not implicate the First Amendment.

First, the prohibitions here did not target conduct with “a significant expressive element.” See *Arcara,* 478 U.S. at 706. Our decision in *International Franchise Ass’n* is analogous. There, the plaintiff challenged a minimum wage ordinance that would have accelerated the raising of the minimum wage to $15 per hour for franchise owners and other large employers. 803 F.3d at 389. In denying a preliminary injunction, the district court held that the plaintiffs were not likely to succeed on their First Amendment argument that the ordinance treated them differently based on their “speech and association” decisions to operate within a franchise relationship framework. *Id.* at 408-09. We agreed, concluding that the “business agreement or business dealings” were not conduct with a “significant expressive element.” *Id.* at 408. Instead, “Seattle’s minimum wage ordinance [was] plainly an economic regulation that [did] not target speech or expressive conduct.” *Id.*

Similarly, here, the Ordinance is plainly a housing and rental regulation. The “inevitable effect of the [Ordinance] on its face” is to regulate nonexpressive conduct—namely, booking transactions—not speech. *See Sorrell,* 564 U.S. at 565. As in *International Franchise Ass’n,* the “business agreement or business dealings” associated with processing a booking is not conduct with a “significant expressive element.” See 803 F.3d at 408 (citation and quotation marks omitted). Contrary to the Platforms’ claim, the Ordinance does not “require” that they monitor or screen advertisements. It instead leaves them to decide how best to comply with the prohibition on booking unlawful transactions.

Nor can the Platforms rely on the Ordinance’s “stated purpose” to argue that it intends to regulate speech. The Ordinance itself makes clear that the City’s “central and significant goal . . . is preservation of its housing stock and preserving the quality and nature of residential neighborhoods.” As such, with respect to the Platforms, the only inevitable effect, and the stated purpose, of the Ordinance is to prohibit them from completing booking transactions for unlawful rentals.

As for the second prong of our inquiry, whether the Ordinance has the effect of “singling out those engaged in expressive activity,” *Arcara,* 478 U.S. at 706-07, we conclude that it does not. As the Platforms point out, websites like Craigslist “advertise the very same properties,” but do not process transactions. Unlike the Platforms, those websites would
not be subject to the Ordinance, underscoring that the Ordinance does not target websites that post listings, but rather companies that engage in unlawful booking transactions.

Moreover, the incidental impacts on speech cited by the Platforms raise minimal concerns. The Platforms argue that the Ordinance chills commercial speech, namely, advertisements for third-party rentals. But even accepting that the Platforms will need to engage in efforts to validate transactions before completing them, incidental burdens like these are not always sufficient to trigger First Amendment scrutiny. See Int’l Franchise Ass’n, 803 F.3d at 408 (“[S]ubjecting every incidental impact on speech to First Amendment scrutiny ‘would lead to the absurd result that any government action that had some conceivable speech inhibiting consequences . . . would require analysis under the First Amendment.’” (quoting Arcara, 478 U.S. at 708 (O’Connor, J., concurring))). Furthermore, to the extent that the speech chilled advertises unlawful rentals, “[a]ny First Amendment interest . . . is altogether absent when the commercial activity itself is illegal and the restriction on advertising is incidental to a valid limitation on economic activity.” See Pittsburgh Press Co. v. Pittsburgh Comm’n on Human Relations, 413 U.S. 376, 389 (1973).

Finally, because the Ordinance does not implicate speech protected by the First Amendment, we similarly reject the Platforms’ argument that the Ordinance is unconstitutional without a scienter requirement. In most cases, there is no “closed definition” on when a criminal statute must contain a scienter requirement. See Morissette v. United States, 342 U.S. 246, 260 (1952). However, the Supreme Court has drawn a bright line in certain contexts, such as holding that the First Amendment requires statutes imposing criminal liability for obscenity or child pornography to contain a scienter requirement. See New York v. Ferber, 458 U.S. 747, 765 (1982). Such a requirement prevents “a severe limitation on the public’s access to constitutionally protected matter” as would result from inflexible laws criminalizing “bookshops and periodical stands.” Smith v. California, 361 U.S. 147, 153 (1959).

Here, even assuming that the Ordinance would lead the Platforms to voluntarily remove some advertisements for lawful rentals, there would not be a “severe limitation on the public’s access” to lawful advertisements, especially considering the existence of alternative channels like Craigslist. Id. Such an incidental burden is far from “a substantial restriction on the freedom of speech” that would necessitate a scienter requirement. Id. at 150. Otherwise, “[t]here is no specific constitutional inhibition against making the distributors of good[s] the strictest censors of their merchandise.” Id. at 152. ***

***

Because the district court properly dismissed the Platforms’ complaints for failure to state a claim, we dismiss as moot the appeals from the denial of preliminary injunctive relief.

AFFIRMED in part, DISMISSED in part.
Statement from City Attorney Dennis Herrera on Court of Appeal ruling against Uber and Lyft

October 22, 2020

Unanimous decision upholds preliminary injunction to require Uber and Lyft to properly classify their drivers as employees

SAN FRANCISCO (Oct. 22, 2020) — City Attorney Dennis Herrera issued the following statement today about the First District Court of Appeal’s unanimous decision to uphold the lower court’s ruling that directs Uber and Lyft to properly classify their drivers as employees:
“This decision makes it abundantly clear that Uber and Lyft have been breaking the law for years. The only thing ‘radical’ and ‘unprecedented’ is the scope of Uber and Lyft’s misconduct. This is a victory for the people of California and for every driver who has been denied fair wages, paid sick days, and other benefits by these companies. For too long Uber and Lyft have illegally denied their drivers basic workplace protections and shifted that burden onto drivers and taxpayers. Uber and Lyft have pocketed millions of dollars by leaving drivers in the lurch and taxpayers to foot the bill. The law is clear: Drivers can continue to have all of the flexibility they currently enjoy while getting the rights they deserve as employees. The only thing preventing that is Uber and Lyft’s greed.”

You can read the decision by the First District Court of Appeal here.

The case was brought in partnership by Herrera, Los Angeles City Attorney Mike Feuer, San Diego City Attorney Mara W. Elliott, and California Attorney General Xavier Becerra.

Additional information is available on the City Attorney’s website at: www.sfcityattorney.org.

# # #

NEWS, UBER AND LYFT
← Herrera files 28 civil lawsuits to keep known drug dealers out of the Tenderloin

Connect
Powered Scooter Share Program
Permit Issuance

Media Roundtable
09.25.19
Context

- **May 2018** – SFMTA Board establishes scooter share pilot permit program
- **October 2018** – 12-month powered scooter share pilot program begins
- **April 2019** – SFMTA issues mid-pilot evaluation showing positive results
- **July 2019** – SFMTA Board establishes permanent scooter share program
- **Sept. 25, 2019** – SFMTA announces 4 new permittees
- **Oct. 15, 2019** – New 12-month permits go into effect

*Mode Choice Had Scooter Not Been Available*
11 Applications Received

Bolt  Hellbiz  Jump  Lime
Lyft  Razor  Scoot  Skip
Spin  VeoRide  Wheels
Evaluation – Initial Screening

1. Review of sample scooters
   - Device standards
   - Lock-to
   - Safety check

2. Confirm application completeness
Application Scoring

- 8 categories, 62 criteria
  - Safety and device standards
  - Pricing
  - Operations plan
  - Safe riding/parking program
  - Recharging, maintenance, cleaning and sustainability
  - Hiring and labor
  - Community engagement
  - Experience and qualifications
# Application Evaluation Summary

<table>
<thead>
<tr>
<th>Section Weight</th>
<th>Relevant Emerging Mobility Guiding Principle(s)</th>
<th>Bolt</th>
<th>Helbiz</th>
<th>JUMP</th>
<th>Lime</th>
<th>Lyft</th>
<th>Razor</th>
<th>Scoot</th>
<th>Skip</th>
<th>Spin</th>
<th>VeoRide</th>
<th>Wheels</th>
</tr>
</thead>
<tbody>
<tr>
<td>5%</td>
<td>Safety</td>
<td>N/A</td>
<td>2.0</td>
<td>4.0</td>
<td>3.0</td>
<td>3.0</td>
<td>2.0</td>
<td>4.0</td>
<td>1.0</td>
<td>3.0</td>
<td>3.0</td>
<td>3.0</td>
</tr>
<tr>
<td>10%</td>
<td>Equitable Access</td>
<td>N/A</td>
<td>2.6</td>
<td>3.1</td>
<td>3.0</td>
<td>2.8</td>
<td>2.6</td>
<td>2.6</td>
<td>2.4</td>
<td>3.1</td>
<td>2.3</td>
<td>2.5</td>
</tr>
<tr>
<td>10%</td>
<td>Equitable Access</td>
<td>N/A</td>
<td>2.4</td>
<td>3.1</td>
<td>3.1</td>
<td>3.2</td>
<td>2.5</td>
<td>3.1</td>
<td>2.4</td>
<td>3.4</td>
<td>2.6</td>
<td>2.7</td>
</tr>
<tr>
<td>20%</td>
<td>Safety, Disabled Access, Accountability</td>
<td>N/A</td>
<td>2.8</td>
<td>2.6</td>
<td>2.5</td>
<td>2.4</td>
<td>2.4</td>
<td>2.5</td>
<td>2.5</td>
<td>3.4</td>
<td>2.7</td>
<td>2.6</td>
</tr>
<tr>
<td>10%</td>
<td>Sustainability, Accountability</td>
<td>N/A</td>
<td>2.7</td>
<td>3.1</td>
<td>3.2</td>
<td>3.0</td>
<td>2.8</td>
<td>3.5</td>
<td>2.7</td>
<td>3.1</td>
<td>2.9</td>
<td>1.9</td>
</tr>
<tr>
<td>10%</td>
<td>Labor</td>
<td>1.4</td>
<td>2.0</td>
<td>3.4</td>
<td>3.2</td>
<td>3.0</td>
<td>3.0</td>
<td>2.2</td>
<td>3.0</td>
<td>3.8</td>
<td>2.6</td>
<td>2.4</td>
</tr>
<tr>
<td>15%</td>
<td>Collaboration</td>
<td>1.0</td>
<td>1.1</td>
<td>3.2</td>
<td>3.2</td>
<td>3.1</td>
<td>2.4</td>
<td>3.4</td>
<td>2.9</td>
<td>3.2</td>
<td>1.8</td>
<td>1.3</td>
</tr>
<tr>
<td>20%</td>
<td>N/A</td>
<td>N/A</td>
<td>1.0</td>
<td>3.0</td>
<td>3.5</td>
<td>3.0</td>
<td>1.5</td>
<td>3.5</td>
<td>2.0</td>
<td>2.5</td>
<td>1.5</td>
<td>2.0</td>
</tr>
<tr>
<td>Total Score</td>
<td></td>
<td>N/A</td>
<td>49.7</td>
<td>76.8</td>
<td>76.7</td>
<td>72.3</td>
<td>58.0</td>
<td>76.3</td>
<td>61.1</td>
<td>78.8</td>
<td>57.5</td>
<td>55.3</td>
</tr>
</tbody>
</table>

### Rating Definitions

- **4** ratings were given to responses that include robust, unique or innovative approaches demonstrating the highest level of commitment and ability to solving known challenges and concerns, and substantially exceeding the minimum requirements.
- **3** ratings were given to responses that include significantly more detailed approaches demonstrating a higher level of commitment and ability to solving known challenges and concerns, and significantly exceeding the minimum requirements.
- **2** ratings were given to responses that include basic or typical, but unexceptional solutions, demonstrating a moderate level of commitment and ability to solving known challenges and concerns and meeting the minimum requirements.
- **1** ratings were given to responses that include rudimentary solutions, demonstrating the minimum level of commitment and ability to solving known challenges and concerns and meeting the minimum requirements.
Powered Scooter Share Permittees

• **# of Permittees:** 4 (JUMP, Lime, Scoot, and Spin)

• **# of Scooters:**
  - 1,000 scooters per operator initially
  - Potential increase to 2,500 scooters per operator (contingent on performance benchmarks)

• **Permit dates:** 10/15/2019 – 10/14/2020
Why 4? Why 4,000?

- 4 permittees had the strongest applications
- Expanded service
  - 2x the scooters
  - 2x the service area
  - 2x the operators
- >4 operators risks over-crowding in core and diluted service in outer neighborhoods
Key Terms and Conditions

- Lock-to & Bike Rack Fee
- Labor Harmony
- Low-Income Plans
- Fleet Minimums
- Distribution
- Sustainability
- Equity/Engagement
- User/Operator Accountability
Fleet Minimum & Distribution

- 50% availability of permitted fleet size
- Designated service area
  - Target density
  - 40% cap in FiDi/SOMA
  - COC availability requirements
Lock-To Requirement/Bike Rack Expansion

- 100 percent lock-to devices required
- More bike racks needed
  - $75/device rack fee ($300,000 total)
  - SFMTA will accelerate rack installation in high demand areas
User/Operator Accountability

- Public reports bad behavior to operator
  - Sidewalk riding
  - Poor parking
- Operator identifies user based on trip details
  - Time/date
  - Location
  - Scooter ID #
  - Direction of Travel
- Operator warns user, or suspends for repeated violations
- Operator documents and tracks complaint in shared database with MTA
Equity/Engagement

- Multilingual Service
- Adaptive Scooter Plan
- Culturally Sensitive Outreach
- Partner-Ready Programs
  - Local Hiring
  - CBO Partnership
  - Safety Courses
  - Culture/Arts Collaboration
  - Local Small Business Promotion
Low Income Plans

- **Jump** - $5/first year, $5/month after
  - 60min/day of ride time, 7¢/min after

- **Lime** - $5/year
  - Unlimited 30min rides

- **Scoot** – 50% discount
  - Low-income riders, students, teachers, and non-profits

- **Spin** – Free
  - Unlimited 30min rides
Labor Harmony

• Applicants submitted Labor Harmony Plans
  • All permittees will use W-2 workers, full-time and part-time, with benefits
  • No permittee proposes the use of “gig” economy workers
Sustainability

- New reporting metrics
  - Operational VMT Tracking
  - Lifecycle Analysis

- Operator compliance
  Dept. of Environment Policies
  - SF Zero Waste
  - Producer Responsibility Policies
Thank You!

Questions?
Session 8: International Issues

We will look at three different takes on how the international law regime matters for U.S. firms. We will start with two press releases from the Court of Justice of the European Union. We then turn to the Tianrui case which raises issues about the circumstances under which the U.S. will block the importation of goods produced overseas. Finally, we will look at the Foreign Corrupt Practices Act (15 USC 78dd-1 to 15 USC 78dd-3) through the lens of a New York Times story on Walmart’s practices in Mexico.
The operator of a search engine is not required to carry out a de-referencing on all versions of its search engine

It is, however, required to carry out that de-referencing on the versions corresponding to all the Member States and to put in place measures discouraging internet users from gaining access, from one of the Member States, to the links in question which appear on versions of that search engine outside the EU

By an adjudication of 10 March 2016, the Commission nationale de l'informatique et des libertés (French Data Protection Authority, France) ("the CNIL") imposed a penalty of €100 000 on Google Inc. because of that company's refusal, when granting a de-referencing request, to apply it to all its search engine's domain name extensions.

Google Inc., having been given formal notice by the CNIL on 21 May 2015 to apply the de-referencing to all the extensions, had refused to do so and had confined itself to removing the links in question from only the results displayed following searches conducted from the domain names corresponding to the versions of its search engine in the Member States. Google Inc. requested the Conseil d'État (Council of State, France) to annul the adjudication of 10 March 2016. It considers that the right to de-referencing does not necessarily require that the links at issue are to be removed, without geographical limitation, from all its search engine’s domain names.

The Conseil d’État has referred several questions to the Court of Justice for a preliminary ruling seeking to ascertain whether the rules of EU law relating to the protection of personal data1 are to be interpreted as meaning that, where a search engine operator grants a request for de-referencing, that operator is required to carry out that de-referencing on all versions of its search engine or whether, on the contrary, it is required to do so only on the versions of that search engine corresponding to all the Member States or only on the version corresponding to the Member State of residence of the person benefiting from the de-referencing.

In today’s judgment, the Court begins by recalling that it has already held2 that the operator of a search engine is obliged to remove from the list of results displayed following a search made on the basis of a person's name links to web pages, published by third parties and containing information relating to that person, also in a case where that name or information is not erased beforehand or simultaneously from those web pages, and even, as the case may be, when its publication in itself on those pages is lawful.

The Court points out, next, that Google Inc.'s establishment in French territory carries on activities, including commercial and advertising activities, which are inextricably linked to the processing of personal data carried out for the purposes of operating the search engine concerned and, second, that that search engine must, in view of, inter alia, the existence of gateways between its various national versions, be regarded as carrying out a single act of data processing in the context of the

---

2 Case: C-131/12 Google Spain and Google see Press release 70/14.
activities of Google Inc.’s French establishment. Such a situation therefore falls within the scope of the EU legislation on the protection of personal data.

The Court emphasises that, in a globalised world, internet users’ access — including those outside the EU — to the referencing of a link referring to information regarding a person whose centre of interests is situated in the EU is likely to have immediate and substantial effects on that person within the EU itself, so that a global de-referencing would meet the objective of protection referred to in EU law in full. However, it states that numerous third States do not recognise the right to de-referencing or have a different approach to that right. The Court adds that the right to the protection of personal data is not an absolute right, but must be considered in relation to its function in society and be balanced against other fundamental rights, in accordance with the principle of proportionality. In addition, the balance between the right to privacy and the protection of personal data, on the one hand, and the freedom of information of internet users, on the other, is likely to vary significantly around the world.

However, it is not apparent from the legal texts that the EU legislature has struck such a balance as regards the scope of a de-referencing outside the EU, nor that it has chosen to confer a scope on the rights of individuals which would go beyond the territory of the Member States. Nor is it apparent from those texts that it would have intended to impose on an operator, such as Google, a de-referencing obligation which also concerns the national versions of its search engine that do not correspond to the Member States. What is more, EU law does not provide for cooperation instruments and mechanisms as regards the scope of a de-referencing outside the EU.

Thus, the Court concludes that, currently, there is no obligation under EU law, for a search engine operator who grants a request for de-referencing made by a data subject, as the case may be, following an injunction from a supervisory or judicial authority of a Member State, to carry out such a de-referencing on all the versions of its search engine.

However, EU law requires a search engine operator to carry out such a de-referencing on the versions of its search engine corresponding to all the Member States and to take sufficiently effective measures to ensure the effective protection of the data subject’s fundamental rights. Thus, such a de-referencing must, if necessary, be accompanied by measures which effectively prevent or, at the very least, seriously discourage an internet user conducting a search from one of the Member States on the basis of a data subject’s name from gaining access, via the list of results displayed following that search, through a version of that search engine ‘outside the EU, to the links which are the subject of the request for de-referencing. It will be for the national court to ascertain whether the measures put in place by Google Inc. meet those requirements.

Lastly, the Court points out that, while EU law does not currently require a de-referencing to be carried out on all versions of the search engine, it also does not prohibit such a practice. Accordingly, the authorities of the Member States remain competent to weigh up, in the light of national standards of protection of fundamental rights, a data subject’s right to privacy and the protection of personal data concerning him or her, on the one hand, and the right to freedom of information, on the other, and, after weighing those rights against each other, to order, where appropriate, the operator of that search engine to carry out a de-referencing concerning all versions of that search engine.

NOTE: A reference for a preliminary ruling allows the courts and tribunals of the Member States, in disputes which have been brought before them, to refer questions to the Court of Justice about the interpretation of European Union law or the validity of a European Union act. The Court of Justice does not decide the dispute itself. It is for the national court or tribunal to dispose of the case in accordance with the Court’s decision, which is similarly binding on other national courts or tribunals before which a similar issue is raised.

Unofficial document for media use, not binding on the Court of Justice.

The full text of the judgment is published on the CURIA website on the day of delivery.

Press contact: Jacques René Zammit ☎ (+352) 4303 3355

Pictures of the delivery of the judgment are available from “Europe by Satellite” ☎ (+32) 2 2964106

www.curia.europa.eu
EU law does not preclude a host provider such as Facebook from being ordered to remove identical and, in certain circumstances, equivalent comments previously declared to be illegal

In addition EU law does not preclude such an injunction from producing effects worldwide, within the framework of the relevant international law which it is for Member States to take into account

Mme Eva Glawischng-Piesczek, who was a member of the Nationalrat (National Council, Austria), chair of the parliamentary party ‘die Grünen’ (The Greens) and federal spokesperson for that party, sued Facebook Ireland in the Austrian courts. She is seeking an order that Facebook Ireland remove a comment published by a user on that social network harmful to her reputation, and allegations which were identical and/or of an equivalent content.

The Facebook user in question had shared on that user’s personal page an article from the Austrian online news magazine oe24.at entitled ‘Greens: Minimum income for refugees should stay’. That had the effect of generating on that page a ‘thumbnail’ of the original site, containing the title and a brief summary of the article, and a photograph of Ms Glawischng-Piesczek. That user also published, in connection with that article, a comment which the Austrian courts found to be harmful to the reputation of Ms Glawischng-Piesczek, and which insulted and defamed her. This post could be accessed by any Facebook user.

Against that background, the Oberster Gerichtshof (Supreme Court, Austria) is asking the Court of Justice to interpret the Directive on electronic commerce. ¹

Under that directive, a host provider such as Facebook is not liable for stored information if it has no knowledge of its illegal nature or if it acts expeditiously to remove or to disable access to that information as soon as it becomes aware of it. That exemption does not, however, prevent the host provider from being ordered to terminate or prevent an infringement, including by removing the illegal information or by disabling access to it. However, the directive prohibits any requirement for the host provider to monitor generally information which it stores or to seek actively facts or circumstances indicating illegal activity.

By today’s judgment, the Court of Justice answers the Oberster Gerichtshof that the Directive on electronic commerce, which seeks to strike a balance between the different interests at stake, does not preclude a court of a Member State from ordering a host provider:

- to remove information which it stores, the content of which is identical to the content of information which was previously declared to be unlawful, or to block access to that information, irrespective of who requested the storage of that information;

- to remove information which it stores, the content of which is equivalent to the content of information which was previously declared to be unlawful, or to block access to that information, provided that the monitoring of and search for the information concerned by such an injunction are limited to information conveying a message the content of which remains


www.curia.europa.eu
essentially unchanged compared with the content which gave rise to the finding of illegality and containing the elements specified in the injunction, and provided that the differences in the wording of that equivalent content, compared with the wording characterising the information which was previously declared to be illegal, are not such as to require the host provider to carry out an independent assessment of that content (thus, the host provider may have recourse to automated search tools and technologies);

- to remove information covered by the injunction or to block access to that information **worldwide** within the framework of the relevant international law, and it is up to Member States to take that law into account.

---

**NOTE:** A reference for a preliminary ruling allows the courts and tribunals of the Member States, in disputes which have been brought before them, to refer questions to the Court of Justice about the interpretation of EU law or the validity of a European Union act. The Court of Justice does not decide the dispute itself. It is for the national court or tribunal to dispose of the case in accordance with the Court’s decision, which is similarly binding on other national courts or tribunals before which a similar issue is raised.

Unofficial document for media use, not binding on the Court of Justice.

The **full text** of the judgment is published on the CURIA website on the day of delivery.

Press contact: Jacques René Zammit ☎ (+352) 4303 3355

Pictures of the delivery of the judgment are available from "Europe by Satellite" ☎ (+32) 2 2964106

www.curia.europa.eu
Tianrui Group Company Ltd. v. International Trade Commission
661 F.3d 1322 (Fed. Cir. 2011)

BRYSON, Circuit Judge: This appeal arises from a determination by the International Trade Commission that the importation of certain cast steel railway wheels violated section 337 of the Tariff Act of 1930, 19 USC 1337. The Commission found that the wheels were manufactured using a process that was developed in the United States, protected under domestic trade secret law, and misappropriated abroad. We are asked to decide whether the Commission’s statutory authority over “[u]nfair methods of competition and unfair acts in the importation of articles . . . into the United States,” as provided by section 337(a)(1)(A), allows the Commission to look to conduct occurring in China in the course of a trade secret misappropriation investigation. We conclude that the Commission has authority to investigate and grant relief based in part on extraterritorial conduct insofar as it is necessary to protect domestic industries from injuries arising out of unfair competition in the domestic marketplace.

We are also asked to decide whether the Commission erred by finding that the imported wheels would injure a domestic industry when no domestic manufacturer is currently practicing the protected process. In light of the evidence before the Commission regarding the marketplace for cast steel railway wheels, we affirm the Commission’s determination that the wheel imports threaten to destroy or substantially injure an industry in the United States, in violation of section 337.

I

Amsted Industries Inc. is a domestic manufacturer of cast steel railway wheels. It owns two secret processes for manufacturing such wheels, the “ABC process” and the “Griffin process.” Amsted previously practiced the ABC process at its foundry in Calera, Alabama, but it no longer uses that process in the United States. Instead, Amsted uses the Griffin process at three of its domestic foundries. Amsted has licensed the ABC process to several firms with foundries in China.

TianRui Group Company Limited and TianRui Group Foundry Company Limited (collectively, “TianRui”) manufacture cast steel railway wheels in China. In 2005, TianRui sought to license Amsted’s wheel manufacturing technology, but the parties could not agree on the terms of a license. After the failed negotiations, TianRui hired nine employees away from one of Amsted’s Chinese licensees, Datong ABC Castings Company Limited. Some of those employees had been trained in the ABC process at the Calera plant in Alabama, and others had received training in that process at the Datong foundry in China.

Datong had previously notified those employees through a written employee code of conduct that information pertaining to the ABC process was proprietary and confidential. Each employee had been advised that he had a duty not to disclose confidential information. Eight of the nine employees had also signed confidentiality agreements before leaving Datong to begin working for TianRui. In the proceedings brought by Amsted before the International Trade Commission, Amsted alleged that the former Datong employees disclosed information and documents to TianRui that revealed the details of the ABC process and thereby misappropriated Amsted’s trade secrets.
TianRui partnered with Standard Car Truck Company, Inc., (“SCT”) to form the joint venture Barber TianRui Railway Supply, LLC. SCT and Barber have marketed TianRui wheels to United States customers and have imported TianRui wheels into the United States. Other than Amsted, SCT and Barber are the only companies selling or attempting to sell cast steel railway wheels in the United States.

B

Amsted filed a complaint with the Commission alleging a violation of section 337 based on TianRui’s misappropriation of trade secrets. Section 337(a)(1)(A) prohibits “[u]nfair methods of competition and unfair acts in the importation of articles . . . into the United States, . . . the threat or effect of which is . . . to destroy or substantially injure an industry in the United States.”

TianRui moved to terminate the proceedings on the ground that the alleged misappropriation occurred in China and that Congress did not intend for section 337 to be applied extraterritorially. An administrative law judge at the Commission denied that motion based on his view that section 337 focuses not on where the misappropriation occurs but rather on the nexus between the imported articles and the unfair methods of competition. The administrative law judge also rejected TianRui’s argument that Chinese courts would provide a better forum for Amsted’s complaint.

At the merits stage, the administrative law judge analyzed the alleged misappropriation under Illinois trade secret law. *** He applied Illinois law because Amsted, SCT, and Barber all have their principal place of business in Illinois. He noted, however, that “the Illinois law relating to trade secrets does not differ substantially from the law applied in previous Commission trade secret investigations,” and he then applied general principles of trade secret law, including the six factors defining a trade secret set forth in the comments to section 757 of the Restatement (First) of Torts.

Following a 10-day evidentiary hearing, the administrative law judge found that TianRui had misappropriated 128 trade secrets relating to the ABC process from Datong. That conclusion was based on evidence that included an admission by TianRui’s expert that TianRui’s foundry used the asserted trade secrets; his only contention was that the trade secrets were not actually secret. In addition, the administrative law judge compared TianRui’s manufacturing specifications with secret Datong documents outlining the ABC process and found them essentially identical. In fact, some of the TianRui specifications contained the same typographical errors that were found in the Datong documents. The administrative law judge also relied on similarities in foundry layout between the Datong and TianRui plants. The administrative law judge summarized the evidence as to the appropriation of the trade secrets by saying that “there is overwhelming direct and circumstantial evidence that TianRui obtained its manufacturing process for cast steel railway wheel[s] through the misappropriation of [Amsted’s] ABC Trade Secrets.”

Besides contesting the Commission’s authority to apply section 337 extraterritorially, TianRui contended that Amsted did not satisfy the domestic industry requirement of section 337 based on the fact that Amsted no longer practiced the ABC process in the United States. Because none of Amsted’s domestic operations used the ABC process, TianRui argued that there was no “domestic industry” that could be injured by the misappropriation of trade secrets relating to that process.
The administrative law judge rejected that argument, holding that it was not essential that the domestic industry use the proprietary process, as long as the misappropriation of that process caused injury to the complainant’s domestic industry. Applying that standard, the administrative law judge concluded that Amsted’s domestic industry would be substantially injured by the importation of TianRui wheels.

The Commission decided not to review the administrative law judge’s initial determination and issued a limited exclusion order. TianRui then appealed to this court.

II

The main issue in this case is whether section 337 authorizes the Commission to apply domestic trade secret law to conduct that occurs in part in a foreign country. Section 337 authorizes the Commission to exclude articles from entry into the United States when it has found “[u]nfair methods of competition [or] unfair acts in the importation of [those] articles.” 19 USC 1337(a)(1)(A). The Commission has long interpreted section 337 to apply to trade secret misappropriation. *** TianRui focuses on the fact that the disclosure of the trade secret information occurred in China. According to TianRui, section 337 cannot apply to extraterritorial conduct and therefore does not reach trade secret misappropriation that occurs outside the United States.

Amsted argues that the Commission did not apply section 337 extraterritorially, because trade secrets were misappropriated in the United States as a legal matter when railway wheels made by exploiting those trade secrets were imported into the United States and sold to customers or disclosed to the Association of American Railroads for certification purposes. ***

A

At the outset, we reject Amsted’s argument that Illinois trade secret law governs the section 337 inquiry in this case. The question of what law applies in a section 337 proceeding involving trade secrets is a matter of first impression for this court. We hold that a single federal standard, rather than the law of a particular state, should determine what constitutes a misappropriation of trade secrets sufficient to establish an “unfair method of competition” under section 337. ***

In any event, there is no dispute in this case pertaining to the substantive law of trade secrets. The administrative law judge’s findings establish that TianRui obtained access to Amsted’s confidential information through former Datong employees, who were subject to duties of confidentiality imposed by the Datong code of employee conduct, and that TianRui exploited that information in producing the subject goods. TianRui does not take issue with those findings, which are sufficient to establish the elements of trade secret misappropriation under either Illinois law or the generally understood law of trade secrets, as reflected in the Restatement, the Uniform Trade Secrets Act, and previous Commission decisions under section 337. Therefore, the choice of law issue, although it could be important in other cases, does not affect the outcome of this case.

In this case, TianRui argues that section 337 is inapplicable because Amsted’s confidential information was disclosed in China. The legal issue for us to decide is thus whether section 337 applies to imported goods produced through the exploitation of trade secrets in which the act of misappropriation occurs abroad. To answer that question, we must
review the principles that apply to federal statutes that create causes of action based in part on conduct that occurs overseas.

B

It is a “longstanding principle of American law ‘that legislation of Congress, unless a contrary intent appears, is meant to apply only within the territorial jurisdiction of the United States.'” *EEOC v. Arabian Am. Oil Co.*, 499 U.S. 244, 248 (1991) ("Aramco"). That presumption expresses a canon of construction that is rooted in the “commonsense notion that Congress generally legislates with domestic concerns in mind.” *Smith v. United States*, 507 U.S. 197, 204 n.5 (1993).

The presumption against extraterritoriality does not govern this case, for three reasons. First, section 337 is expressly directed at unfair methods of competition and unfair acts “in the importation of articles” into the United States. *** The focus of section 337 is on an inherently international transaction—importation. In that respect, section 337 is analogous to immigration statutes that bar the admission of an alien who has engaged in particular conduct or who makes false statements in connection with his entry into this country. See, e.g., 8 U.S.C. 1101(f)(6), 1182(a). In such cases, the focus is not on punishing the conduct or the false statements, but on preventing the admission of the alien, so it is reasonable to assume that Congress was aware, and intended, that the statute would apply to conduct (or statements) that may have occurred abroad.

Second, in this case the Commission has not applied section 337 to sanction purely extraterritorial conduct; the foreign “unfair” activity at issue in this case is relevant only to the extent that it results in the importation of goods into this country causing domestic injury. In light of the statute’s focus on the act of importation and the resulting domestic injury, the Commission’s order does not purport to regulate purely foreign conduct. Because foreign conduct is used only to establish an element of a claim alleging a domestic injury and seeking a wholly domestic remedy, the presumption against extraterritorial application does not apply.

The dissent disregards the domestic elements of the cause of action under section 337 and characterizes this case as involving “conduct which entirely occurs in a foreign country.” That characterization accurately describes most of the events constituting the misappropriation, but the determination of misappropriation was merely a predicate to the charge that TianRui committed unfair acts in importing its wheels into the United States. In other words, the Commission’s interpretation of section 337 does not, as the dissent contends, give it the authority to “police Chinese business practices.” It only sets the conditions under which products may be imported into the United States.

Under the dissent’s construction of section 337, the importation of goods produced as a result of trade secret misappropriation would be immune from scrutiny if the act of misappropriation occurred overseas. That is, as long as the misappropriating party was careful to ensure that the actual act of conveying the trade secret occurred outside the United States, the Commission would be powerless to provide a remedy even if the trade secret were used to produce products that were subsequently imported into the United States to the detriment of the trade secret owner. We think it highly unlikely that Congress, which clearly intended to create a remedy for the importation of goods resulting from unfair methods of competition, would have intended to create such a conspicuous loophole for misappropriators.
Third, the legislative history of section 337 supports the Commission’s interpretation of the statute as permitting the Commission to consider conduct that occurs abroad. ***

C

TianRui argues that the Commission should not be allowed to apply domestic trade secret law to conduct occurring in China because doing so would cause improper interference with Chinese law. We disagree. In the first place, as we have noted, the Commission’s exercise of authority is limited to goods imported into this country, and thus the Commission has no authority to regulate conduct that is purely extraterritorial. The Commission does not purport to enforce principles of trade secret law in other countries generally, but only as that conduct affects the U.S. market. That is, the Commission’s investigations, findings, and remedies affect foreign conduct only insofar as that conduct relates to the importation of articles into the United States. The Commission’s activities have not hindered TianRui’s ability to sell its wheels in China or any other country.

Second, TianRui has failed to identify a conflict between the principles of misappropriation that the Commission applied and Chinese trade secret law. Indeed, in its forum non conveniens motion TianRui argued that Chinese trade secret law would provide a “more than adequate” remedy for any alleged misappropriation. In addition, China has acceded to the Agreement on Trade-Related Aspects of Intellectual Property Rights (“TRIPS”), Apr. 15, 1994, Marrakesh Agreement Establishing the World Trade Organization, Annex 1C. We cannot discern any relevant difference between the misappropriation requirements of TRIPS article 39 and the principles of trade secret law applied by the administrative law judge in this case. We therefore detect no conflict between the Commission’s actions and Chinese law that would counsel denying relief based on extraterritorial acts of trade secret misappropriation relating to the importation of goods affecting a domestic industry.

Finally, even apart from the acts of importation, the conduct at issue in this case is not the result of the imposition of legal duties created by American law on persons for whom there was no basis to impose such duties. The former Datong employees had a duty not to disclose Amsted’s trade secrets arising from express provisions in the Datong employee code and, in the case of most of the employees, from confidentiality agreements that they signed during their employment with Datong.7 Thus, the question in this case is whether the disclosure of protected information in breach of that duty is beyond the reach of section 337 simply because the breach itself took place outside the United States. To answer that question in the affirmative would invite evasion of section 337 and significantly undermine the effectiveness of the congressionally designed remedy.

D

Our conclusion that section 337 authorized the Commission’s actions in this case is not inconsistent with court decisions that have accorded a narrow construction to the extraterritorial application of U.S. patent law ***. By contrast, as we have noted, the statutory prohibition on “unfair methods of competition and unfair acts in the importation of articles . . . into the United States” naturally contemplates that the unfair methods of competition and unfair acts leading to the prohibited importation will include conduct that takes

---

7 TianRui does not argue that those duties were unenforceable for public policy reasons in any jurisdiction, and we do not presently address whether policy choices in a foreign jurisdiction can nullify a contractually imposed duty for the purposes of section 337.
place abroad. Because the statute applies to goods that are presented for importation, it would be a strained reading of the statute to bar the Commission from considering acts of trade secret misappropriation that occur abroad. In cases in which misappropriated trade secrets are used in the manufacture of the imported goods, the misappropriation will frequently occur overseas, where the imported goods are made. To bar the Commission from considering such acts because they occur outside the United States would thus be inconsistent with the congressional purpose of protecting domestic commerce from unfair methods of competition in importation such as trade secret misappropriation.

III

TianRui’s second ground for appeal focuses on the requirement of section 337 that the acts of unfair competition threaten “to destroy or substantially injure an industry in the United States.” 19 U.S.C. § 1337(a)(1)(A)(i). TianRui contends that in trade secret cases, the domestic industry must practice the misappropriated trade secret in order for the Commission to be authorized to grant relief. Because Amsted has no domestic operations practicing the misappropriated ABC process, TianRui argues that its imported wheels cannot be held to injure or threaten injury to any domestic industry within the meaning of section 337.

Section 337 contains different requirements for statutory intellectual property (such as patents, copyrights, and registered trademarks) than for other, nonstatutory unfair practices in importation (such as trade secret misappropriation). The provisions that apply to statutory intellectual property require that an industry relating to the protected articles exists or is in the process of being established. 19 USC 1337(a)(2). Such an industry will be deemed to exist if there is significant domestic investment or employment relating to the protected articles. Id. § 1337(a)(3). In contrast, the general provision relating to unfair practices is not satisfied by evidence showing only that a domestic industry exists; it requires that the unfair practices threaten to “destroy or substantially injure” a domestic industry. Id. § 1337(a)(1)(A). On the other hand, there is no express requirement in the general provision that the domestic industry relate to the intellectual property involved in the investigation. Notwithstanding that textual distinction, TianRui contends that investigations involving intellectual property under the unfair practices provision require the existence of a domestic industry that relates to the asserted intellectual property in the same manner that is required for statutory intellectual property. ***

In sum, we conclude that the Commission did not err in defining the domestic industry in this case. The parties submitted evidence indicating that the imported TianRui wheels could directly compete with wheels domestically produced by the trade secret owner. That type of competition, the Commission concluded, is sufficiently related to the investigation to constitute an injury to an “industry” within the meaning of section 337(a)(1)(A). We hold that the Commission’s conclusion in that regard is based on a proper construction of the statute and that its factual analysis of the effect of TianRui’s imports on the domestic industry is supported by substantial evidence.

AFFIRMED.

MOORE, Circuit Judge, dissenting: The majority in this case expands the reach of both 19 USC 1337 (§ 337) and trade secret law to punish TianRui Group Company Limited (TianRui) for its completely extraterritorial activities. As a court, however, we must act
within the confines set out by the text of the law. Here, there is no basis for the extraterritorial application of our laws to punish TianRui’s bad acts in China. As a result, I respectfully dissent.

The majority in this case holds that 19 USC 1337(a)(1)(A), which applies to “unfair acts in the importation of articles . . . into the United States,” allows the International Trade Commission (Commission) to bar imports because of acts of unfair competition occurring entirely in China. The majority states the issue: “The main issue in this case is whether § 337 authorizes the Commission to apply domestic trade secret law to conduct that occurs in part in a foreign country.” With all due respect, that is not the issue. The issue is whether § 337 authorizes the Commission to apply domestic trade secret laws to conduct which entirely occurs in a foreign country.

The facts of this case are not disputed. A Chinese company, Datong, had a license from a United States company, Amsted, to use in China a process which Amsted kept secret. TianRui, the Chinese company accused of violating § 337 in this case, hired several employees from its Chinese competitor, Datong. These employees disclosed the trade secrets to TianRui in China who used them in China to make railway wheels in China. The acts which arguably constitute misappropriation (theft of a trade secret) all occurred in China.

To be clear, I agree that trade secret misappropriation falls squarely within the terms of § 337: if TianRui carried out its acts of misappropriation in the United States—namely if TianRui came to the United States and stole Amsted’s trade secrets here—then § 337 could be used to bar import of any goods made with the stolen technology. But, as the majority concedes, these are not the facts of this case, and to the extent there was a misappropriation of any Amsted trade secret that misappropriation occurred abroad. In this case, none of the acts which constitute misappropriation occurred in the United States. While TianRui is certainly not a sympathetic litigant—it poached employees to obtain confidential information—none of the unfair acts occurred in the United States and, as such, there is no violation of United States law which amounts to an unfair trade practice under the statute.

United States trade secret law simply does not extend to acts occurring entirely in China. We have no right to police Chinese business practices. Under the majority’s rule today, if the United States government should decide that goods were being produced in a foreign country using what we consider to be unfair business practices, § 337 allows for their exclusion from the United States. The potential breadth of this holding is staggering. Suppose that goods were produced by workers who operate under conditions which would not meet with United States labor laws or workers who were not paid minimum wage or not paid at all—certainly United States industry would be hurt by the importation of goods which can be manufactured at a fraction of the cost abroad because of cheaper or forced labor. Would we consider these business practices unfair? Absent clear intent by Congress to apply the law in an extraterritorial manner, I simply do not believe that we have the right to determine what business practices, conducted entirely abroad, are unfair. According to the majority, its interpretation of § 337 does not give the Commission “the authority ‘to police Chinese business practices’”, “[i]t only sets the conditions under which products may be imported into the United States.” This holding could not be clearer—the Commission cannot police Chinese business practice unless the Chinese wish to import the goods into the United States. The act of importation opens the door to scrutiny of all business practices of the importer associated with the goods including those conducted
entirely within China. Section 337 simply does not authorize this level of scrutiny of entirely foreign acts.

I.

Section 337 provides that “[u]nfair methods of competition and unfair acts in the importation of articles . . . into the United States” which substantially injure a domestic industry are unlawful. 19 U.S.C. § 1337(a)(1)(A). The unfair act alleged to violate the statute is not the importation of the wheels into the United States. There is nothing inherently unfair about the wheels or the process by which they are imported in this case. Nor is the presence of the wheels in the United States somehow itself an unlawful act—a stark contrast to the illegal immigration cases relied on by the majority where the mere presence of the person in the United States is the unlawful act. The unfair act in this case is the alleged trade secret misappropriation. And both the majority and dissent agree that the conduct related to the misappropriation occurred entirely in China. Any “unfair act” in this case is wholly extraterritorial.

The question is thus whether § 337 contains a clear indication of congressional intent to extend its reach to wholly extraterritorial unfair acts. Analysis of § 337 must be carried out in view of the “longstanding principle of American law ‘that legislation of Congress, unless a contrary intent appears, is meant to apply only within the territorial jurisdiction of the United States.’” EEOC v. Arabian Am. Oil Co., 499 U.S. 244, 248 (1991) (Aramco) (quoting Foley Bros., Inc. v. Filardo, 336 U.S. 281, 285 (1949)). “Unless there is the affirmative intention of Congress clearly expressed to give a statute extraterritorial effect, we must presume it is primarily concerned with domestic conditions.” Morrison v. Nat’l Austl. Bank Ltd., 130 S. Ct. 2869, 2877 (2010) (internal quotations omitted). When applying this principle, “we look to see whether 'language in the [relevant Act] gives any indication of a congressional purpose to extend its coverage beyond places over which the United States has sovereignty or has some measure of legislative control.” Id. (alteration in original) (quoting Foley Bros., 336 U.S. at 285).

I see nothing in the plain language of the statute that indicates that Congress intended it to apply to unfair acts performed entirely abroad. The majority points to no statutory language that expresses the clear intent for it to apply to extraterritorial unfair acts. As a result, this is a simple case: without any indication of a congressional intent to extend § 337’s coverage beyond places over which the United States has sovereignty or has some measure of legislative control, we must limit the reach of the statute to unfair acts in the United States. When the statute is silent as to extraterritorial application, the law is clear: “it has none.” Indeed, based on this presumption the Supreme Court has rejected extraterritorial scope for a number of statutes with much stronger textual support than § 337.

The majority claims that importation “is an inherently international transaction,” and analogizes imports to illegal immigrants, false statements during entry into the United States, the failure to pay an excise tax, and the Economic Espionage Act. In each of those circumstances, however, the courts were confronted either with express statutory language indicating their extraterritorial application or the Court held their was no extraterritorial application of the statute at issue.

The proper focus to determine whether there is “an affirmative intention of Congress clearly expressed” is the language of the statute. Section 337 limits the unfair acts to “unfair acts in the importation of articles” into the United States. The majority reads this limitation
out of the statute, and claims that Congress “clearly intended to create a remedy for the importation of goods resulting from unfair methods of competition.” Our predecessor court rejected essentially the same argument nearly eighty years ago, and held that § 337 could not be used to exclude from importation goods produced by a process patented in the United States but carried out abroad. In re Amtorg Trading Corp., 75 F.2d 826, 834 (CCPA 1935). *** Section 337 was enacted to solve the problem faced by domestic industry when individuals outside the United States imported products which, upon release into the domestic stream of commerce, gave rise to a domestic cause of action. Section 337 provided a means to prevent the unfair act at its source, during the act of importation, thereby avoiding an impossible multiplicity of suits. ***

In sum, there is no indication in § 337 that Congress intended it to apply to wholly extraterritorial unfair acts. In light of the plain language of the statute, the legislative history, the selective Congressional action to grant extraterritorial effect to process patents, and the contrast to other extraterritorial statutes, I conclude § 337 does not reach the misappropriation and use of trade secrets in China, even if the product of the misappropriated process is ultimately imported into the United States.

II.

The problem underlying the majority’s analysis is that “[f]oreign conduct is generally the domain of foreign law.” Microsoft Corp. v. AT&T Corp., 550 U.S. 437, 455 (2007) (internal quotations omitted). I sympathize with Amsted and, if the bad acts were carried out in the United States, would not hesitate to find for Amsted. My sympathy, however, is somewhat muted since Amsted had a readymade solution to its problem: obtain a process patent. The statute is clear that the extraterritorial acts in this case are subject to § 337 if the process is protected by a patent. In the alternative, Amsted could have also protected its intellectual property by keeping the various processes completely secret. Instead, Amsted chose to deny the public full knowledge of its innovation while simultaneously exploiting the trade secret by licensing it to a Chinese corporation for use in China.

By broadening the scope of trade secret misappropriation to the extraterritorial actions in this case, the majority gives additional incentive to inventors to keep their innovation secret. Of course, this also denies society the benefits of disclosure stemming from the patent system, which are anathema to trade secrets. Moreover, while Amsted (or more likely its Chinese licensee) will benefit from this decision, the burden of preserving Amsted’s trade secret now falls squarely on the American consumer who misses out on the opportunity for increased competition and concomitant lower prices offered by TianRui’s products.

I understand a restrictive approach to extraterritoriality is not immediately popular in this case. We must, however, work within the confines of the statute and the clear presumption against extraterritoriality. It is not our role to decide what the law should be but to apply it as we find it.
Session 9: Understanding Government Power

We will focus in this session on the role critical intermediaries in the functioning of our reporting systems for significant firms. The first set of materials focuses on the Enron case and the ultimate destruction of Arthur Andersen. The second set of materials looks at the issues that arose in connection with the sale of certain tax shelters by KPMG. Finally, the third reading is the October 21, 2020 press release from the U.S. Department of Justice on some of its pending opioid investigations.

§ 1512. Tampering with a witness, victim, or an informant

*** (b) Whoever knowingly uses intimidation or physical force, threatens, or corruptly persuades another person, or attempts to do so, or engages in misleading conduct toward another person, with intent to—

(1) influence, delay, or prevent the testimony of any person in an official proceeding;
(2) cause or induce any person to—
   (A) withhold testimony, or withhold a record, document, or other object, from an official proceeding;
   (B) alter, destroy, mutilate, or conceal an object with intent to impair the object’s integrity or availability for use in an official proceeding;
   (C) evade legal process summoning that person to appear as a witness, or to produce a record, document, or other object, in an official proceeding; or
   (D) be absent from an official proceeding to which such person has been summoned by legal process; or
(3) hinder, delay, or prevent the communication to a law enforcement officer or judge of the United States of information relating to the commission or possible commission of a Federal offense or a violation of conditions of probation, parole, or release pending judicial proceedings;

shall be fined under this title or imprisoned not more than ten years, or both.

*** (d) In a prosecution for an offense under this section, it is an affirmative defense, as to which the defendant has the burden of proof by a preponderance of the evidence, that the conduct consisted solely of lawful conduct and that the defendant’s sole intention was to encourage, induce, or cause the other person to testify truthfully.

(e) For the purposes of this section—

(1) an official proceeding need not be pending or about to be instituted at the time of the offense; and
(2) the testimony, or the record, document, or other object need not be admissible in evidence or free of a claim of privilege.
UNITED STATES DISTRICT COURT
SOUTHERN DISTRICT OF TEXAS

UNITED STATES OF AMERICA,

-against-

ARTHUR ANDERSEN, LLP,

Defendant.

THE GRAND JURY CHARGES:

I. ANDERSEN AND ENRON

1. ARTHUR ANDERSEN, LLP ("ANDERSEN"), is a partnership that performs, among other things, accounting and consulting services for clients that operate businesses throughout the United States and the world. ANDERSEN is one of the so-called "Big Five" accounting firms in the United States. ANDERSEN has its headquarters in Chicago, Illinois, and maintains offices throughout the world, including in Houston, Texas.

2. Enron Corp. ("Enron") was an Oregon corporation with its principal place of business in Houston, Texas. For most of 2001, Enron was considered the seventh largest corporation in the United States based on its reported revenues. In the previous ten years, Enron had evolved from a regional natural gas provider to, among
other things, a trader of natural gas, electricity and other commodities, with retail operations in energy and other products.

3. For the past 16 years, up until it filed for bankruptcy in December 2001, Enron retained ANDERSEN to be its auditor. Enron was one of ANDERSEN's largest clients worldwide, and became ANDERSEN's largest client in ANDERSEN's Gulf Coast region. ANDERSEN earned tens of millions of dollars from Enron in annual auditing and other fees.

4. ANDERSEN performed both internal and external auditing work for Enron mainly in Houston, Texas. ANDERSEN established within Enron's offices in Houston a work space for the ANDERSEN team that had primary responsibility for performing audit work for Enron. In addition to Houston, ANDERSEN personnel performed work for Enron in, among other locations, Chicago, Illinois, Portland, Oregon, and London, England.

II. THE ANTICIPATION OF LITIGATION AGAINST ENRON AND ANDERSEN

5. In the summer and fall of 2001, a series of significant developments led to ANDERSEN's foreseeing imminent civil litigation against, and government investigations of, Enron and ANDERSEN.

6. On or about October 16, 2001, Enron issued a press release announcing a $618 million net loss for the third quarter of 2001. That same day, but not as part of the press release, Enron announced to analysts that it would reduce shareholder equity by
approximately $1.2 billion. The market reacted immediately and the stock price of Enron shares plummeted.

7. The Securities and Exchange Commission ("SEC"), which investigates possible violations of the federal securities laws, opened an inquiry into Enron the very next day, requesting in writing information from Enron.

8. In addition to the negative financial information disclosed by Enron to the public and to analysts on October 16, 2001, ANDERSEN was aware by this time of additional significant facts unknown to the public.

- The approximately $1.2 billion reduction in shareholder equity disclosed to analysts on October 16, 2001, was necessitated by ANDERSEN and Enron having previously improperly categorized hundreds of millions of dollars as an increase, rather than a decrease, to Enron shareholder equity.

- The Enron October 16, 2001, press release characterized numerous charges against income for the third quarter as "non-recurring" even though ANDERSEN believed the company did not have a basis for concluding that the charges would in fact be non-recurring. Indeed, ANDERSEN advised Enron against using that term, and documented its objections internally in the event of litigation, but did
not report its objections or otherwise take steps to cure the public statement.

- ANDERSEN was put on direct notice of the allegations of Sherron Watkins, a current Enron employee and former ANDERSEN employee, regarding possible fraud and other improprieties at Enron, and in particular, Enron's use of off-balance-sheet "special purpose entities" that enabled the company to camouflage the true financial condition of the company. Watkins had reported her concerns to a partner at ANDERSEN, who thereafter disseminated them within ANDERSEN, including to the team working on the Enron audit. In addition, the team had received warnings about possible undisclosed side-agreements at Enron.

- The ANDERSEN team handling the Enron audit directly contravened the accounting methodology approved by ANDERSEN's own specialists working in its Professional Standards Group. In opposition to the views of its own experts, the ANDERSEN auditors had advised Enron in the spring of 2001 that it could use a favorable accounting method for its "special purpose entities."

- In 2000, an internal review conducted by senior management within ANDERSEN evaluated the ANDERSEN team assigned to audit Enron and rated the team as only a "2"
on a scale of one to five, with five being the highest rating.

On or about October 9, 2001, correctly anticipating litigation and government investigations, ANDERSEN, which had an internal department of lawyers for routine legal matters, retained an experienced New York law firm to handle future Enron-related litigation.

III. THE WHOLESALE DESTRUCTION OF DOCUMENTS BY ANDERSEN

9. By Friday, October 19, 2001, Enron alerted the ANDERSEN audit team that the SEC had begun an inquiry regarding the Enron “special purpose entities” and the involvement of Enron’s Chief Financial Officer. The next morning, an emergency conference call among high-level ANDERSEN management was convened to address the SEC inquiry. During the call, it was decided that documentation that could assist Enron in responding to the SEC was to be assembled by the ANDERSEN auditors.

10. After spending Monday, October 22, 2001 at Enron, ANDERSEN partners assigned to the Enron engagement team launched on October 23, 2001, a wholesale destruction of documents at ANDERSEN’s offices in Houston, Texas. ANDERSEN personnel were called to urgent and mandatory meetings. Instead of being advised to preserve documentation so as to assist Enron and the SEC, ANDERSEN employees on the Enron engagement team were instructed by ANDERSEN partners and others to destroy immediately documentation
relating to Enron, and told to work overtime if necessary to accomplish the destruction. During the next few weeks, an unparalleled initiative was undertaken to shred physical documentation and delete computer files. Tons of paper relating to the Enron audit were promptly shredded as part of the orchestrated document destruction. The shredder at the ANDERSEN office at the Enron building was used virtually constantly and, to handle the overload, dozens of large trunks filled with Enron documents were sent to ANDERSEN’s main Houston office to be shredded. A systematic effort was also undertaken and carried out to purge the computer hard-drives and E-mail system of Enron-related files.

11. In addition to shredding and deleting documents in Houston, Texas, instructions were given to ANDERSEN personnel working on Enron audit matters in Portland, Oregon, Chicago, Illinois, and London, England, to make sure that Enron documents were destroyed there as well. Indeed, in London, a coordinated effort by ANDERSEN partners and others, similar to the initiative undertaken in Houston, was put into place to destroy Enron-related documents within days of notice of the SEC inquiry. Enron-related documents also were destroyed by ANDERSEN partners in Chicago.

12. On or about November 8, 2001, the SEC served ANDERSEN with the anticipated subpoena relating to its work for Enron. In response, members of the ANDERSEN team on the Enron audit were
alerted finally that there could be "no more shredding" because the firm had been "officially served" for documents.

**THE CHARGE: OBSTRUCTION OF JUSTICE**

13. On or about and between October 10, 2001, and November 9, 2001, within the Southern District of Texas and elsewhere, including Chicago, Illinois, Portland, Oregon, and London, England, ANDERSEN, through its partners and others, did knowingly, intentionally and corruptly persuade and attempt to persuade other persons, to wit: ANDERSEN employees, with intent to cause and induce such persons to (a) withhold records, documents and other objects from official proceedings, namely: regulatory and criminal proceedings and investigations, and (b) alter, destroy, mutilate
and conceal objects with intent to impair the objects' integrity and availability for use in such official proceedings.

(Title 18, United States Code, Sections 1512(b)(2) and 3551 et seq.)

A TRUE BILL
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United States v. Stein
541 F.3d 130 (2nd Cir. 2008)

DENNIS JACOBS, Chief Judge: The United States appeals from an order of the United States District Court for the Southern District of New York (Kaplan, J.), dismissing an indictment against thirteen former partners and employees of the accounting firm KPMG, LLP. Judge Kaplan found that, absent pressure from the government, KPMG would have paid defendants’ legal fees and expenses without regard to cost. Based on this and other findings of fact, Judge Kaplan ruled that the government deprived defendants of their right to counsel under the Sixth Amendment by causing KPMG to impose conditions on the advancement of legal fees to defendants, to cap the fees, and ultimately to end payment. See United States v. Stein, 435 F.Supp.2d 330, 367-73 (S.D.N.Y. 2006) (“Stein I”). Judge Kaplan also ruled that the government deprived defendants of their right to substantive due process under the Fifth Amendment.¹

We hold that KPMG’s adoption and enforcement of a policy under which it conditioned, capped and ultimately ceased advancing legal fees to defendants followed as a direct consequence of the government’s overwhelming influence, and that KPMG’s conduct therefore amounted to state action. We further hold that the government thus unjustifiably interfered with defendants’ relationship with counsel and their ability to mount a defense, in violation of the Sixth Amendment, and that the government did not cure the violation. Because no other remedy will return defendants to the status quo ante, we affirm the dismissal of the indictment as to all thirteen defendants. In light of this disposition, we do not reach the district court’s Fifth Amendment ruling.

BACKGROUND

The Thompson Memorandum

In January 2003, then-United States Deputy Attorney General Larry D. Thompson promulgated a policy statement, Principles of Federal Prosecution of Business Organizations (the “Thompson Memorandum”), which articulated “principles” to govern the Department’s discretion in bringing prosecutions against business organizations. The Thompson Memorandum was closely based on a predecessor document issued in 1999 by then-U.S. Deputy Attorney General Eric Holder, Federal Prosecution of Corporations. Along with the familiar factors governing charging decisions, the Thompson Memorandum identifies nine additional considerations, including the company’s “timely and voluntary disclosure of wrongdoing and its willingness to cooperate in the investigation of its agents.” Mem. from Larry D. Thompson, Deputy Att’y Gen., U.S. Dep’t of Justice, Principles of Federal Prosecution of Business Organizations (Jan. 20, 2003), at II. The Memorandum explains that prosecutors should inquire

¹ In later decisions, Judge Kaplan ruled that defendants Richard Smith and Mark Watson’s proffer session statements were obtained in violation of their Fifth Amendment privilege against self-incrimination, and that their statements would be suppressed, see United States v. Stein, 440 F.Supp.2d 315 (S.D.N.Y. 2006) (“Stein II”); that the court had ancillary jurisdiction over Defendants-Appellees’ civil suit against KPMG for advancement of fees, see United States v. Stein, 452 F.Supp.2d 230 (S.D.N.Y. 2006) (“Stein III”), vacated, Stein v. KPMG, LLP, 486 F.3d 753 (2d Cir.2007); and that dismissal of the indictment is the appropriate remedy for those constitutional violations, see United States v. Stein, 495 F.Supp.2d 390 (S.D.N.Y. 2007) (“Stein IV”).
whether the corporation appears to be protecting its culpable employees and agents [and that] a corporation’s promise of support to culpable employees and agents, either through the advancing of attorneys fees, through retaining the employees without sanction for their misconduct, or through providing information to the employees about the government’s investigation pursuant to a joint defense agreement, may be considered by the prosecutor in weighing the extent and value of a corporation’s cooperation.

Id. at VI (emphasis added and footnote omitted). A footnote appended to the highlighted phrase explains that because certain states require companies to advance legal fees for their officers, “a corporation’s compliance with governing law should not be considered a failure to cooperate.” Id. at VI n. 4. In December 2006—after the events in this prosecution had transpired—the Department of Justice replaced the Thompson Memorandum with the McNulty Memorandum, under which prosecutors may consider a company’s fee advancement policy only where the circumstances indicate that it is “intended to impede a criminal investigation,” and even then only with the approval of the Deputy Attorney General. Mem. from Paul J. McNulty, Deputy Att’y Gen., U.S. Dep’t of Justice, Principles of Federal Prosecution of Business Organizations (Dec. 12, 2006), at VII n. 3.

Commencement of the Federal Investigation

After Senate subcommittee hearings in 2002 concerning KPMG’s possible involvement in creating and marketing fraudulent tax shelters, KPMG retained Robert S. Bennett of the law firm Skadden, Arps, Slate, Meagher & Flom LLP (“Skadden”) to formulate a “cooperative approach” for KPMG to use in dealing with federal authorities. Stein I, 435 F.Supp.2d at 339. Bennett’s strategy included “a decision to ‘clean house’—a determination to ask Jeffrey Stein, Richard Smith, and Jeffrey Eischeid, all senior KPMG partners who had testified before the Senate and all now [Defendants-Appellees] here—to leave their positions as deputy chair and chief operating officer of the firm, vice chair-tax services, and a partner in personal financial planning, respectively.” Smith was transferred and Eischeid was put on administrative leave. Stein resigned with arrangements for a three-year $100,000-per-month consultancy, and an agreement that KPMG would pay for Stein’s representation in any actions brought against Stein arising from his activities at the firm. KPMG negotiated a contract with Smith that included a similar clause; but that agreement was never executed.

In February 2004, KPMG officials learned that the firm and 20 to 30 of its top partners and employees were subjects of a grand jury investigation of fraudulent tax shelters. On February 18, 2004, KPMG’s CEO announced to all partners that the firm was aware of the United States Attorney’s Office’s (“USAO”) investigation and that “[a]ny present or former members of the firm asked to appear will be represented by competent counsel at the firm’s expense.” Stein IV, 495 F.Supp.2d at 407 (first alteration in original and internal quotation marks omitted).

The February 25, 2004 Meeting

In preparation for a meeting with Skadden on February 25, 2004, the prosecutors—including Assistant United States Attorneys (“AUSAs”) Shirah Neiman and Justin Weddle—decided to ask whether KPMG would advance legal fees to employees under investigation. Bennett started the meeting by announcing that KPMG had resolved to “clean house,” that KPMG “would cooperate fully with the government’s investigation,” and that its goal
was not to protect individual employees but rather to save the firm from being indicted. AUSA Weddle inquired about the firm’s plans for advancing fees and about any legal obligation to do so. Later on, AUSA Neiman added that the government would “take into account” the firm’s legal obligations to advance fees, but that “the Thompson Memorandum [was] a point that had to be considered.” Bennett then advised that although KPMG was still investigating its legal obligations to advance fees, its “common practice” was to do so. However, Bennett explained, KPMG would not pay legal fees for any partner who refused to cooperate or “took the Fifth,” so long as KPMG had the legal authority to do so.

Later in the meeting, AUSA Weddle asked Bennett to ascertain KPMG’s legal obligations to advance attorneys’ fees. AUSA Neiman added that “misconduct” should not or cannot “be rewarded” under “federal guidelines.” One Skadden attorney’s notes attributed to AUSA Weddle the prediction that, if KPMG had discretion regarding fees, the government would “look at that under a microscope.”

Skadden then reported back to KPMG. In notes of the meeting, a KPMG executive wrote the words “[p]aying legal fees” and “[s]everance” next to “not a sign of cooperation.” Stein IV, 495 F.Supp.2d at 408.

Communications Between the Prosecutors and KPMG

On March 2, 2004, Bennett told AUSA Weddle that although KPMG believed it had no legal obligation to advance fees, “it would be a big problem” for the firm not to do so given its partnership structure. Stein I, 435 F.Supp.2d at 345 (internal quotation marks omitted). But Bennett disclosed KPMG’s tentative decision to limit the amount of fees and condition them on employees’ cooperation with prosecutors.

Two days later, a Skadden lawyer advised counsel for Defendant-Appellee Carol G. Warley (a former KPMG tax partner) that KPMG would advance legal fees if Warley cooperated with the government and declined to invoke her Fifth Amendment privilege against self-incrimination.

On a March 11 conference call with Skadden, AUSA Weddle recommended that KPMG tell employees that they should be “totally open” with the USAO, “even if that [meant admitting] criminal wrongdoing,” explaining that this would give him good material for cross-examination. Id. (alteration in original and internal quotation marks omitted). That same day, Skadden wrote to counsel for the KPMG employees who had been identified as subjects of the investigation. Id. The letter set forth KPMG’s new fees policy (“Fees Policy”), pursuant to which advancement of fees and expenses would be

[i] capped at $400,000 per employee;

[ii] conditioned on the employee’s cooperation with the government; and

[iii] terminated when an employee was indicted.

Id. at 345-46. The government was copied on this correspondence.

On March 12, KPMG sent a memorandum to certain other employees who had not been identified as subjects, urging them to cooperate with the government, advising them that it might be advantageous for them to exercise their right to counsel, and advising that KPMG would cover employees’ “reasonable fees.”

The prosecutors expressed by letter their “disappoint[ment] with [the] tone” of this memorandum and its “one-sided presentation of potential issues,” and “demanded that
KPMG send out a supplemental memorandum in a form they proposed.” The government’s alternative language, premised on the “assum[ption] that KPMG truly is committed to fully cooperating with the Government’s investigation,” Letter of David N. Kelley, United States Attorney, Southern District of New York, March 17, 2004, advised employees that they could “meet with investigators without the assistance of counsel,” Stein I, 435 F.Supp.2d at 346 (emphasis omitted). KPMG complied, and circulated a memo advising that employees “may deal directly with government representatives without counsel.”

At a meeting in late March, Skadden asked the prosecutors to notify Skadden in the event any KPMG employee refused to cooperate. Over the following year, the prosecutors regularly informed Skadden whenever a KPMG employee refused to cooperate fully, such as by refusing to proffer or by proffering incompletely (in the government’s view). Skadden, in turn, informed the employees’ lawyers that fee advancement would cease unless the employees cooperated. The employees either knuckled under and submitted to interviews, or they were fired and KPMG ceased advancing their fees. For example, Watson and Smith attended proffer sessions after receiving KPMG’s March 11 letter announcing the Fees Policy, and after Skadden reiterated to them that fees would be terminated absent cooperation. They did so because (they said, and the district court found) they feared that KPMG would stop advancing attorneys fees, although Watson concedes he attended a first session voluntarily.3 As Bennett later assured AUSA Weddle: “Whenever your Office has notified us that individuals have not ... cooperat[ed], KPMG has promptly and without question encouraged them to cooperate and threatened to cease payment of their attorney fees and ... to take personnel action, including termination.” Letter of Robert Bennett to United States Attorney’s Office, November 2, 2004.

KPMG Avoids Indictment

In an early-March 2005 meeting, then-U.S. Attorney David Kelley told Skadden and top KPMG executives that a non-prosecution agreement was unlikely and that he had reservations about KPMG’s level of cooperation: “I’ve seen a lot better from big companies.” Bennett reminded Kelley how KPMG had capped and conditioned its advancement of legal fees. Kelley remained unconvinced.

KPMG moved up the Justice Department’s chain of command. At a June 13, 2005 meeting with U.S. Deputy Attorney General James Comey, Bennett stressed KPMG’s pressure on employees to cooperate by conditioning legal fees on cooperation; it was, he said, “precedent[ ]setting.” KPMG’s entreaties were ultimately successful: on August 29, 2005, the firm entered into a deferred prosecution agreement (the “DPA”) under which KPMG admitted extensive wrongdoing, paid a $456 million fine, and committed itself to cooperation in any future government investigation or prosecution.

Indictment of Individual Employees

On August 29, 2005—the same day KPMG executed the DPA—the government indicted six of the Defendants-Appellees (along with three other KPMG employees): Jeffrey Stein; Richard Smith; Jeffrey Eischeid; John Lanning, Vice Chairman of Tax Services; Philip Wiesner, a former tax partner; and Mark Watson, a tax partner. A superseding indictment

3 As discussed above, in a decision that is the subject of the summary order filed today, the district court held that Defendants-Appellees Smith and Watson’s proffer statements were obtained in violation of their Fifth Amendment privilege against self-incrimination and that their statements would be suppressed.
filed on October 17, 2005 named ten additional employees, including seven of the Defendants-Appellees: Larry DeLap, a former tax partner in charge of professional practice; Steven Gremminger, a former partner and associate general counsel; former tax partners Gregg Ritchie, Randy Bickham and Carl Hasting; Carol G. Warley; and Richard Rosenthal, a former tax partner and Chief Financial Officer of KPMG. Pursuant to the Fees Policy, KPMG promptly stopped advancing legal fees to the indicted employees who were still receiving them.

Procedural History

On January 12, 2006, the thirteen defendants (among others) moved to dismiss the indictment based on the government’s interference with KPMG’s advancement of fees. In a submission to the district court, KPMG represented that

the Thompson memorandum in conjunction with the government’s statements relating to payment of legal fees affected KPMG’s determination(s) with respect to the advancement of legal fees and other defense costs to present or former partners and employees .... In fact, KPMG is prepared to state that the Thompson memorandum substantially influenced KPMG’s decisions with respect to legal fees....

Stein IV, 495 F.Supp.2d at 405 (internal quotation marks and emphasis omitted).

At a hearing on March 30, 2006, Judge Kaplan asked the government whether it was “prepared at this point to commit that [it] has no objection whatsoever to KPMG exercising its free and independent business judgment as to whether to advance defense costs to these defendants and that if it were to elect to do so the government would not in any way consider that in determining whether it had complied with the DPA?” The AUSA responded: “That’s always been the case, your Honor. That’s fine. We have no objection to that.... They can always exercise their business judgment. As you described it, your Honor, that’s always been the case. It’s the case today, your Honor.”

Judge Kaplan ordered discovery and held a three-day evidentiary hearing in May 2006 to ascertain whether the government had contributed to KPMG’s adoption of the Fees Policy. The court heard testimony from two prosecutors, one IRS agent, three Skadden attorneys, and one lawyer from KPMG’s Office of General Counsel, among others. Numerous documents produced in discovery by both sides were admitted into evidence.

Stein I

Judge Kaplan’s opinion and order of June 26, 2006 noted, as the parties had stipulated, that KPMG’s past practice was to advance legal fees for employees facing regulatory, civil and criminal investigations without condition or cap. See Stein I, 435 F.Supp.2d at 340. Starting from that baseline, Judge Kaplan made the following findings of fact. At the February 25, 2004 meeting, Bennett began by “test[ing] the waters to see whether KPMG could adhere to its practice of paying its employees’ legal expenses when litigation loomed [by asking] for [the] government’s view on the subject.” Id. at 341 (footnote omitted). It is not clear what AUSA Neiman intended to convey when she said that “misconduct” should not or cannot “be rewarded” under “federal guidelines”; but her statement “was understood by both KPMG and government representatives as a reminder that payment of legal

---

4 The superseding indictment filed on October 17, 2005 charged 19 defendants in 46 counts for conspiring to defraud the United States and the IRS, tax evasion and obstruction of the internal revenue laws (although not every individual was charged with every offense).
fees by KPMG, beyond any that it might legally be obligated to pay, could well count against KPMG in the government’s decision whether to indict the firm.” Id. at 344 (internal quotation marks omitted). “[W]hile the USAO did not say in so many words that it did not want KPMG to pay legal fees, no one at the meeting could have failed to draw that conclusion.” Id.

Based on those findings, Judge Kaplan arrived at the following ultimate findings of fact, all of which the government contests on appeal:

[1] “the Thompson Memorandum caused KPMG to consider departing from its long-standing policy of paying legal fees and expenses of its personnel in all cases and investigations even before it first met with the USAO” and induced KPMG to seek “an indication from the USAO that payment of fees in accordance with its settled practice would not be held against it”;

[2] the government made repeated references to the Thompson Memo in an effort to “reinforce[] the threat inherent in the Thompson Memorandum”;

[3] “the government conducted itself in a manner that evidenced a desire to minimize the involvement of defense attorneys”; and

[4] but for the Thompson Memorandum and the prosecutors’ conduct, KPMG would have paid defendants’ legal fees and expenses without consideration of cost.

Id. at 352-53.

Against that background, Judge Kaplan ruled that a defendant has a fundamental right under the Fifth Amendment to fairness in the criminal process, including the ability to get and deploy in defense all “resources lawfully available to him or her, free of knowing or reckless government interference,” id. at 361, and that the government’s reasons for infringing that right in this case could not withstand strict scrutiny, id. at 362-65. Judge Kaplan also ruled that the same conduct deprived each defendant of the Sixth Amendment right “to choose the lawyer or lawyers he or she desires and to use one’s own funds to mount the defense that one wishes to present.” Id. at 366 (footnote omitted). He reasoned that “the government’s law enforcement interests in taking the specific actions in question [do not] sufficiently outweigh the interests of the KPMG Defendants in having the resources needed to defend as they think proper against these charges.” Id. at 368. “[T]he fact that advancement of legal fees occasionally might be part of an obstruction scheme or indicate a lack of full cooperation by a prospective defendant is insufficient to justify the government’s interference with the right of individual criminal defendants to obtain resources lawfully available to them in order to defend themselves....” Id. at 369.

Judge Kaplan rejected the government’s position that defendants have no right to spend “other people’s money” on high-priced defense counsel: “[T]he KPMG Defendants had at least an expectation that their expenses in defending any claims or charges brought against them by reason of their employment by KPMG would be paid by the firm,” and “any benefits that would have flowed from that expectation the legal fees at issue now were, in every material sense, their property, not that of a third party.” Id. at 367. He further determined that defendants need not show how their defense was impaired: the government’s interference with their Sixth Amendment “right to be represented as they choose, like a deprivation of the right to counsel of their choice, is complete irrespective of the quality of the representation they receive.” Id. at 369.
As to remedy, Judge Kaplan conceded that dismissal of the indictment would be inappropriate unless other avenues for obtaining fees from KPMG were first exhausted. To that end, Judge Kaplan invited defendants to file a civil suit against KPMG under the district court’s ancillary jurisdiction. The suit was commenced, and Judge Kaplan denied KPMG’s motion to dismiss. However, this Court ruled that the district court lacked ancillary jurisdiction over the action.  

Stein IV

Judge Kaplan dismissed the indictment against the thirteen defendants on July 16, 2007.  

***

III

Judge Kaplan found that “KPMG’s decision to cut off all payments of legal fees and expenses to anyone who was indicted and to limit and to condition such payments prior to indictment upon cooperation with the government was the direct consequence of the pressure applied by the Thompson Memorandum and the USAO.” Stein I, 435 F.Supp.2d at 353 (emphasis added); see also Stein II, 440 F.Supp.2d at 334 (relying on this finding to conclude that KPMG’s conduct was fairly attributable to the State for Fifth Amendment purposes). The government protests that KPMG’s adoption and enforcement of its Fees Policy was private action, outside the ambit of the Sixth Amendment.  

KPMG’s adoption and enforcement of the Fees Policy amounted to “state action” because KPMG “operate[d] as a willful participant in joint activity” with the government, and because the USAO “significant[ly] encourage[d]” KPMG to withhold legal fees from defendants upon indictment. Flagg v. Yonkers Sav. & Loan Ass’n, 396 F.3d 178, 187 (2d Cir. 2005). The government brought home to KPMG that its survival depended on its role in a joint project with the government to advance government prosecutions. The government is therefore legally “responsible for the specific conduct of which the [criminal defendants] complain[].” Blum v. Yaretsky, 457 U.S. 991, 1004 (1982) (emphasis omitted).

The government argues that “KPMG’s decision to condition legal fee payments on cooperation, while undoubtedly influenced by the Thompson Memorandum, was not coerced or directed by the Government.” But that argument runs up against the district court’s factual finding (which we do not disturb) that the fees decision “was the direct consequence” of the Memorandum and the prosecutors’ conduct. Nevertheless, it remains a question of law whether the facts as found by the district court establish state action.

State action is established here as a matter of law because the government forced KPMG to adopt its constricted Fees Policy. The Thompson Memorandum itself—which prosecutors stated would be considered in deciding whether to indict KPMG—emphasizes that cooperation will be assessed in part based upon whether, in advancing counsel fees, “the corporation appears to be protecting its culpable employees and agents.” Since defense counsel’s objective in a criminal investigation will virtually always be to protect the client, KPMG’s risk was that fees for defense counsel would be advanced to someone the government considered culpable. So the only safe course was to allow the government to become (in effect) paymaster.

The prosecutors reinforced this message by inquiring into KPMG’s fees obligations, referring to the Thompson Memorandum as “a point that had to be considered,” and warning that “misconduct” should not or cannot “be rewarded” under “federal guidelines.”
Stein I, 435 F.Supp.2d at 341-42. The government had KPMG’s full attention. It is hardly surprising, then, that KPMG decided to condition payment of fees on employees’ cooperation with the government and to terminate fees upon indictment: only that policy would allow KPMG to continue advancing fees while minimizing the risk that prosecutors would view such advancement as obstructive.***

An adversarial relationship does not normally bespeak partnership. But KPMG faced ruin by indictment and reasonably believed it must do everything in its power to avoid it. The government’s threat of indictment was easily sufficient to convert its adversary into its agent. KPMG was not in a position to consider coolly the risk of indictment, weigh the potential significance of the other enumerated factors in the Thompson Memorandum, and decide for itself how to proceed.

We therefore conclude that KPMG’s adoption and enforcement of the Fees Policy (both before and upon defendants’ indictment) amounted to state action. The government may properly be held “responsible for the specific conduct of which the [criminal defendants] complain[ ],” Blum, 457 U.S. at 1004 (emphasis omitted), i.e., the deprivation of their Sixth Amendment right to counsel, if the violation is established.

IV

The district court’s ruling on the Sixth Amendment was based on the following analysis (set out here in précis). The Sixth Amendment protects “an individual’s right to choose the lawyer or lawyers he or she desires,” Stein I, 435 F.Supp.2d at 366 (citing Wheat v. United States, 486 U.S. 153, 164 (1988)), and “to use one’s own funds to mount the defense that one wishes to present,” id. (citing Caplin & Drysdale, Chartered v. United States, 491 U.S. 617, 624 (1989)). The goal is to secure “a defendant’s right to spend his own money on a defense.” Id. at 367. Because defendants reasonably expected to receive legal fees from KPMG, the fees “were, in every material sense, their property.” Id. The government’s interest in retaining discretion to treat as obstruction a company’s advancement of legal fees “is insufficient to justify the government’s interference with the right of individual criminal defendants to obtain resources lawfully available to them in order to defend themselves.” Id. at 369. Defendants need not make a “particularized showing” of how their defense was impaired, id. at 372, because “[v]irtually everything the defendants do in this case may be influenced by the extent of the resources available to them,” such as selection of counsel and “what the KPMG Defendants can pay their lawyers to do,” id. at 371-72. Therefore, the Sixth Amendment violation “is complete irrespective of the quality of the representation they receive.” Id. at 369.10

10 In Stein IV, Judge Kaplan nevertheless expanded his findings as to Sixth Amendment harms suffered by particular defendants: defendants Gremminger, Hasting and Watson were deprived of their chosen counsel, “lawyers who had represented them as long as KPMG was paying the bills”; and defendant Ritchie was deprived of the services of Cadwalader Wickersham & Taft, “which was to have played an integral role in his defense.” 495 F.Supp.2d at 421. In addition:

All of the [present] KPMG Defendants ... say that KPMG’s refusal to pay their post-indictment legal fees has caused them to restrict the activities of their counsel, limited or precluded their attorneys’ review of the documents produced by the government in discovery, prevented them from interviewing witnesses, caused them to refrain from retaining expert witnesses, and/or left them without information technology assistance necessary for dealing with the mountains of electronic discovery. The government has not contested these assertions. The Court therefore has no reason to doubt, and hence finds, that all of them have been forced to limit their defenses in the respects claimed for economic reasons and
Most of the state action relevant here—the promulgation of the Thompson Memorandum, the prosecutors’ communications with KPMG regarding the advancement of fees, KPMG’s adoption of a Fees Policy with caps and conditions, and KPMG’s repeated threats to employees identified by prosecutors as being uncooperative—pre-dated the indictments of August and October 2005. (Of course, after the indictments were filed KPMG ceased advancing fees to all thirteen of the present defendants who were still receiving fees up to that point. As explained in Part III, this was also state action.) So we must determine how this pre-indictment conduct may bear on defendants’ Sixth Amendment claim.***

Although defendants’ Sixth Amendment rights attached only upon indictment, the district court properly considered pre-indictment state action that affected defendants post-indictment. When the government acts prior to indictment so as to impair the suspect’s relationship with counsel post-indictment, the pre-indictment actions ripen into cognizable Sixth Amendment deprivations upon indictment. As Judge Ellis explained in United States v. Rosen, 487 F.Supp.2d 721 (E.D. Va. 2007), “it is entirely plausible that pernicious effects of the pre-indictment interference continued into the post-indictment period, effectively hobbling defendants’ Sixth Amendment rights to retain counsel of choice with funds to which they had a right.... If, as alleged, the government coerced [the employer] into halting fee advances on defendants’ behalf and the government did so for the purpose of undermining defendants’ relationship with counsel once the indictment issued, the government violated defendants’ right to expend their own resources towards counsel once the right attached.” Id. at 734.

Since the government forced KPMG to adopt the constricted Fees Policy—including the provision for terminating fee advancement upon indictment—and then compelled KPMG to enforce it, it was virtually certain that KPMG would terminate defendants’ fees upon indictment. We therefore reject the government’s argument that its actions (virtually all pre-indictment) are immune from scrutiny under the Sixth Amendment.

We now consider “what the [Sixth Amendment] right guarantees.” Rothgery, 128 S.Ct. at 2592 (Alito, J., concurring).

The Sixth Amendment ensures that “[i]n all criminal prosecutions, the accused shall enjoy the right ... to have the Assistance of Counsel for his defence.” U.S. Const. amend. VI. Thus “the Sixth Amendment guarantees the defendant the right to be represented by an otherwise qualified attorney whom that defendant can afford to hire, or who is willing to represent the defendant even though he is without funds.” Caplin & Drysdale, Chartered v. United States, 491 U.S. 617, 624-25 (1989). “[A]n element of this right is the right of a defendant who does not require appointed counsel to choose who will represent him.” United States v. Gonzalez-Lopez, 548 U.S. 140, 144 (2006).

---

that they would not have been so constrained if KPMG paid their expenses subject only to the usual sort of administrative requirements typically imposed by corporate law departments on outside counsel fees.

Id. at 418-19 (footnote omitted). Judge Kaplan explained that even though many defendants had net assets ranging from $1 million to $5 million, their resources were inadequate “to defend this case as they would have defended it absent the government’s actions.” Id. at 423.
The government must “honor” a defendant’s Sixth Amendment right to counsel:

This means more than simply that the State cannot prevent the accused from obtaining the assistance of counsel. The Sixth Amendment also imposes on the State an affirmative obligation to respect and preserve the accused’s choice to seek this assistance. At the very least, the prosecutor and police have an affirmative obligation not to act in a manner that circumvents and thereby dilutes the protection afforded by the right to counsel.

Maine v. Moulton, 474 U.S. 159, 170-71 (1985). This is intuitive: the right to counsel in an adversarial legal system would mean little if defense counsel could be controlled by the government or vetoed without good reason.

The government, relying on Caplin & Drysdale, Chartered v. United States, 491 U.S. 617 (1989), contends that a defendant has no Sixth Amendment right to a defense funded by someone else’s money. In that case, the Supreme Court ruled that a defendant’s Sixth Amendment right to retain counsel of choice was not violated when the funds he earmarked for defense were seized under a federal forfeiture statute, because title to the forfeitable assets had vested in the United States. Id. at 628.

The government focuses on the following passage from Caplin & Drysdale:

Whatever the full extent of the Sixth Amendment’s protection of one’s right to retain counsel of his choosing, that protection does not go beyond “the individual’s right to spend his own money to obtain the advice and assistance of ... counsel.” Walters v. National Assn. of Radiation Survivors, 473 U.S. 305, 370, 105 S.Ct. 3180, 87 L.Ed.2d 220 (1985) (Stevens, J., dissenting). A defendant has no Sixth Amendment right to spend another person’s money for services rendered by an attorney, even if those funds are the only way that that defendant will be able to retain the attorney of his choice. A robbery suspect, for example, has no Sixth Amendment right to use funds he has stolen from a bank to retain an attorney to defend him if he is apprehended. The money, though in his possession, is not rightfully his.

Caplin & Drysdale, 491 U.S. at 626 (emphasis added and first omission in original). The holding of Caplin & Drysdale is narrow: the Sixth Amendment does not prevent the government from reclaiming its property from a defendant even though the defendant had planned to fund his legal defense with it. It is easy to distinguish the case of an employee who reasonably expects to receive attorneys’ fees as a benefit or perquisite of employment, whether or not the expectation arises from a legal entitlement. As has been found here as a matter of fact, these defendants would have received fees from KPMG but for the government’s interference. Although “there is no Sixth Amendment right for a defendant to obtain counsel using tainted funds, [a defendant] still possesses a qualified Sixth Amendment right to use wholly legitimate funds to hire the attorney of his choice.” United States v. Farmer, 274 F.3d 800, 804 (4th Cir. 2001) (emphasis added).

It is axiomatic that if defendants had already received fee advances from KPMG, the government could not (absent justification) deliberately interfere with the use of that money to fuel their defenses. And the government concedes that it could not prevent a lawyer from furnishing a defense gratis. Presumably, such a lawyer could pay another lawyer to represent the defendant subject, of course, to ethical rules governing third-party payments to counsel. And if the Sixth Amendment prohibits the government from inter-
fering with such arrangements, then surely it also prohibits the government from interfering with financial donations by others, such as family members and neighbors and employers. In a nutshell, the Sixth Amendment protects against unjustified governmental interference with the right to defend oneself using whatever assets one has or might reasonably and lawfully obtain.

The government points out that KPMG’s past fee practice was voluntary and subject to change, and that defendants therefore could have had no reasonable expectation of the ongoing advancement of fees. But this argument simply quarrels with Judge Kaplan’s finding that absent any state action, KPMG would have paid defendants’ legal fees and expenses without regard to cost. Defendants were not necessarily entitled to fee advancement as a matter of law, but the Sixth Amendment prohibits the government from impeding the supply of defense resources (even if voluntary or gratis), absent justification. Therefore, unless the government’s interference was justified, it violated the Sixth Amendment.

It is also urged that a company may pretend cooperation while “circling the wagons,” that payment of legal fees can advance such a strategy, and that the government has a legitimate interest in being able to assess cooperation using the payment of fees as one factor. Even if that can be a legitimate justification, it would not be in play here: prosecutors testified before the district court that they were never concerned that KPMG was “circling the wagons.” Moreover, it is unclear how the circling of wagons is much different from the legitimate melding of a joint defense.

The government conceded at oral argument that it is in the government’s interest that every defendant receive the best possible representation he or she can obtain. A company that advances legal fees to employees may stymie prosecutors by affording culpable employees with high-quality representation. But if it is in the government’s interest that every defendant receive the best possible representation, it cannot also be in the government’s interest to leave defendants naked to their enemies.

Judge Kaplan found that defendants Gremminger, Hasting, Ritchie and Watson were unable to retain the counsel of their choosing as a result of the termination of fee advancements upon indictment. The government does not contest this factual finding, and we will not disturb it. A defendant who is deprived of counsel of choice (without justification) need not show how his or her defense was impacted; such errors are structural and are not subject to harmless-error review. Therefore, the government deprived defendants Gremminger, Hasting, Ritchie and Watson of their Sixth Amendment right to counsel of choice.

The remaining defendants—Bickham, DeLap, Eischeid, Lanning, Rosenthal, Smith, Stein, Warley, and Wiesner—do not claim they were deprived of their chosen counsel. Rather, they assert that the government unjustifiably interfered with their relationship with counsel and their ability to defend themselves. In the district court, the government conceded that these defendants are also entitled to dismissal of the indictment, assuming the correctness of Stein I. We agree: these defendants can easily demonstrate interference in their relationships with counsel and impairment of their ability to mount a defense based on Judge Kaplan’s non-erroneous findings that the post-indictment termination of fees “caused them to restrict the activities of their counsel,” and thus to limit the scope of their pre-trial investigation and preparation. Defendants were indicted based on a fairly novel
theory of criminal liability; they faced substantial penalties; the relevant facts are scattered throughout over 22 million documents regarding the doings of scores of people; the subject matter is “extremely complex;” technical expertise is needed to figure out and explain what happened; and trial was expected to last between six and eight months. As Judge Kaplan found, these defendants “have been forced to limit their defenses ... for economic reasons and ... they would not have been so constrained if KPMG paid their expenses.” We therefore hold that these defendants were also deprived of their right to counsel under the Sixth Amendment.

For the foregoing reasons, we AFFIRM the judgment of the district court dismissing defendants' indictment.
FOR IMMEDIATE RELEASE

Justice Department Announces Global Resolution of Criminal and Civil Investigations with Opioid Manufacturer Purdue Pharma and Civil Settlement with Members of the Sackler Family

Today, the Department of Justice announced a global resolution of its criminal and civil investigations into the opioid manufacturer Purdue Pharma LP (Purdue), and a civil resolution of its civil investigation into individual shareholders from the Sackler family. The resolutions with Purdue are subject to the approval of the bankruptcy court.

“The abuse and diversion of prescription opioids has contributed to a national tragedy of addiction and deaths, in addition to those caused by illicit street opioids,” said Deputy Attorney General Jeffrey A. Rosen. “With criminal guilty pleas, a federal settlement of more than $8 billion, and the dissolution of a company and repurposing its assets entirely for the public’s benefit, the resolution in today’s announcement re-affirms that the Department of Justice will not relent in its multi-pronged efforts to combat the opioids crisis.”

“Today’s resolution is the result of years of hard work by the FBI and its partners to combat the opioid crisis in the U.S.,” said Steven M. D’Antuono, Assistant Director in Charge of the FBI Washington Field Office. “Purdue, through greed and violation of the law, prioritized money over the health and well-being of patients. The FBI remains committed to holding companies accountable for their illegal and inexcusable activity and to seeking justice, on behalf of the victims, for those who contributed to the opioid crisis.”

“The opioid epidemic remains a significant public health challenge that impacts the lives of men and women across the country,” said Gary L. Cantrell Deputy Inspector General for Investigations at the U.S. Department of Health and Human Services’ Office of Inspector General. “Unfortunately, Purdue’s reckless actions and violation of the law senselessly risked patients’ health and well-being. With our law enforcement partners, we will continue to combat the opioid crisis, including holding the pharmaceutical industry and its executives accountable.”

“This resolution closes a particularly sad chapter in the ongoing battle against opioid addiction,” said Drug Enforcement Administration (DEA) Assistant Administrator Tim McDermott. “Purdue Pharma actively thwarted the United States’ efforts to ensure compliance and prevent diversion. The devastating ripple effect of Purdue’s actions left lives lost and others addicted. DEA will continue to work tirelessly with our partners and the pharmaceutical industry to address the damage that has been done, and bring an end to this epidemic that has gripped the nation for far too long.”

Purdue Pharma has agreed to plead guilty in federal court in New Jersey to a three-count felony information charging it with one count of dual-object conspiracy to defraud the United States and to violate the Food, Drug, and Cosmetic Act, and two counts of conspiracy to violate the Federal Anti-Kickback Statute. The criminal resolution includes the largest penalties ever levied against a pharmaceutical manufacturer, including a criminal fine of $3.544 billion and an additional $2 billion in criminal forfeiture. For the $2 billion forfeiture, the company will pay $225 million on the effective date of the bankruptcy, and, as further explained below, the department is willing to credit the value conferred by the company to State and local governments under the department’s anti-piling on and coordination...
policy. Purdue has also agreed to a civil settlement in the amount of $2.8 billion to resolve its civil liability under the False Claims Act. Separately, the Sackler family has agreed to pay $225 million in damages to resolve its civil False Claims Act liability.

The resolutions do not include the criminal release of any individuals, including members of the Sackler family, nor are any of the company’s executives or employees receiving civil releases.

While the global resolution with the company is subject to approval by the bankruptcy court in the Southern District of New York, one important condition in the resolution is that the company would cease to operate in its current form and would instead emerge from bankruptcy as a public benefit company (PBC) owned by a trust or similar entity designed for the benefit of the American public, to function entirely in the public interest. Indeed, not only will the PBC endeavor to deliver legitimate prescription drugs in a manner as safe as possible, but it will aim to donate, or provide steep discounts for, life-saving overdose rescue drugs and medically assisted treatment medications to communities, and the proceeds of the trust will be directed toward State and local opioid abatement programs. Based on the value that would be conferred to State and local governments through the PBC, the department is willing to credit up to $1.775 billion against the agreed $2 billion forfeiture amount. The department looks forward to working with the creditor groups in the bankruptcy in charting the path forward for this PBC so that its public health goals can be best accomplished.

The Criminal Pleas

As part of the plea, Purdue will admit that from May 2007 through at least March 2017, Purdue conspired to defraud the United States by impeding the lawful function of the DEA by representing to the DEA that Purdue maintained an effective anti-diversion program when, in fact, Purdue continued to market its opioid products to more than 100 health care providers whom the company had good reason to believe were diverting opioids and by reporting misleading information to the DEA to boost Purdue’s manufacturing quotas. The misleading information comprised prescription data that included prescriptions written by doctors that Purdue had good reason to believe were engaged in diversion. The conspiracy also involved aiding and abetting violations of the Food, Drug, and Cosmetic Act by facilitating the dispensing of its opioid products, including OxyContin, without a legitimate medical purpose, and thus without lawful prescriptions.

In addition, Purdue will admit to conspiring to violate the Federal Anti-Kickback Statute. Between June 2009 and March 2017, Purdue made payments to two doctors through Purdue’s doctor speaker program to induce those doctors to write more prescriptions of Purdue’s opioid products. Similarly, from approximately April 2016 through December 2016, Purdue made payments to Practice Fusion Inc., an electronic health records company, in exchange for referring, recommending, and arranging for the ordering of Purdue’s extended release opioid products – OxyContin, Butrans, and Hysingla.

The Civil Settlements

The department’s civil settlements resolve the United States’ claims as to both Purdue and its individual shareholders, members of the Sackler family.

The civil settlement with Purdue provides the United States with an allowed, unsubordinated, general unsecured bankruptcy claim for recovery of $2.8 billion. This settlement resolves allegations that from 2010 to 2018, Purdue caused false claims to be submitted to federal health care programs, specifically Medicare, Medicaid, TRICARE, the Federal Employees Health Benefits Program, and the Indian Health Service. The government alleged that Purdue promoted its opioid drugs to health care providers it knew were prescribing opioids for uses that were unsafe, ineffective, and medically unnecessary, and that often led to abuse and diversion. For example, Purdue learned that one doctor was known by patients as “the Candyman” and was prescribing “crazy dosing of OxyContin,” yet Purdue had sales representatives meet with the doctor more than 300 times. It also resolves the government’s allegations that Purdue engaged in three different kickback schemes to induce prescriptions of its opioids. First, Purdue paid certain doctors ostensibly to provide educational talks to other health care professionals and serve as consultants,
but in reality to induce them to prescribe more OxyContin. Second, Purdue paid kickbacks to Practice Fusion, as described above. Third, Purdue entered into contracts with certain specialty pharmacies to fill prescriptions for Purdue's opioid drugs that other pharmacies had rejected as potentially lacking medical necessity.

Under a separate civil settlement, individual members of the Sackler family will pay the United States $225 million arising from the alleged conduct of Dr. Richard Sackler, David Sackler, Mortimer D.A. Sackler, Dr. Kathe Sackler, and Jonathan Sackler (the Named Sacklers). This settlement resolves allegations that, in 2012, the Named Sacklers knew that the legitimate market for Purdue's opioids had contracted. Nevertheless, they requested that Purdue executives recapture lost sales and increase Purdue's share of the opioid market. The Named Sacklers then approved a new marketing program beginning in 2013 called “Evolve to Excellence,” through which Purdue sales representatives intensified their marketing of OxyContin to extreme, high-volume prescribers who were already writing “25 times as many OxyContin scripts” as their peers, causing health care providers to prescribe opioids for uses that were unsafe, ineffective, and medically unnecessary, and that often led to abuse and diversion.

The civil settlement also resolves the government's allegations that from approximately 2008 to 2018, at the Named Sacklers' request, Purdue transferred assets into Sackler family holding companies and trusts that were made to hinder future creditors, and/or were otherwise voidable as fraudulent transfers.

Today's resolution does not resolve claims that states may have against Purdue or members of the Sackler family, nor does it impede the debtors' ability to recover any fraudulent transfers.

Today's announcement was made by Deputy Attorney General Jeffrey A. Rosen; Acting Assistant Attorney General of the Civil Division Jeffrey Clark; U.S. Attorney for the District of Vermont Christina Nolan; and First Assistant U.S. Attorney for the District of New Jersey Rachael Honig. The criminal investigation was conducted by the U.S. Attorney's Offices for the Districts of New Jersey and Vermont, the Consumer Protection Branch of the Department of Justice's Civil Division, and the FBI's Washington, D.C. and Newark Field Offices, with assistance by the DEA and the U.S. Attorney's Office for the Northern District of Ohio. The civil settlements were handled by the Fraud Section of the Commercial Litigation Branch of the Department of Justice's Civil Division, and the U.S. Attorney's Offices for the Districts of New Jersey and Vermont, with assistance from the Department of Health and Human Services, Office of General Counsel and Office of Counsel to the Inspector General; the Defense Health Agency; and the Office of Personnel Management. The Purdue bankruptcy matter is being handled by the U.S. Attorney’s Office for the Southern District of New York and the Civil Division’s Commercial Litigation Branch, Corporate/Finance Section.

Except to the extent of Purdue’s admissions as part of its criminal resolution, the claims resolved by the civil settlements are allegations only. There has been no determination of liability in the civil matters.
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